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E ach technology has its advantages and disadvantages. Put crudely, PMR is best 
for voice applications, including group and 
emergency calls, and 4G LTE for fast data 
services. If the two are interconnected to form 

a converged network then end users can enjoy the best of 

both worlds.
A major advantage of private PMR networks is that 

they can be designed with exactly the coverage and 
capacity the customer requires. 4G LTE systems operated 

by mobile network operators (MNOs) are ‘best effort’ in 
that coverage and capacity are dictated by commercial 
considerations.

Modern digital IP-based PMR networks can not only 
provide utilities, airports, ports, logistics companies and 
many other industries with a resilient voice network, but 
they can also be used to transmit low bandwidth data, 
such as supervisory control and data acquisition (SCADA) 

as well.
For higher data rate applications businesses can use an 

MNO’s ‘best effort’ 4G LTE commercial network.
However, if the MNO’s coverage is not adequate at, for 

example, a remotely situated power station, then the utility 

could install a private 4G LTE base station, plus LTE core, 

to boost local coverage.This has become possible in recent years thanks to 
compact cell 4G LTE base stations, from Hytera for 
example. These can be deployed as fixed or mobile units in 

conjunction with an MNO.
The great benefits of convergence
By converging the two types of radio network, a device 
can transmit vital low bandwidth machine-to-machine 
(M2M) over its IP-based PMR network or IoT-data over 
the 4G LTE commercial network. For example, a power 

utility company might use the network to automate 
parts of its power distribution system to enable real-time 
adjustments to changing loads, production rates, as well as 

technical supervision.But gaining access to the world of fast broadband data 
is a major plus, as end users can send and receive images 
and video in the field and interrogate databases, which 
improves efficiency and productivity. Video can also be 
streamed automatically from remote or sensitive sites in 
the case of unauthorised entry or detection of faults.

Voice will continue to remain important, however. Voice 

applications in DMR and TETRA systems have evolved to 

provide a wide range of functionality not found in cellular 

networks. Due to the one-to-one calling protocols in 
cellular networks, the one-to-many and direct one-to-one 

mode (bypassing the network) communication features 
in PMR systems are missing in LTE. It should be noted, 
however, that these kinds of PMR features are currently 
being written into the LTE standard.Taking the example of a power utility company again, 

a PMR system provides a resilient voice network to 
direct its field staff. The PMR system ensures that the 
user organisation does not have to rely on the limitations 
of mobile phone networks, especially in an emergency 
situation. It also allows managers and other staff who do 
not have a radio to communicate with staff equipped with 

PMR terminals via their mobile devices.Hytera’s new Multi-mode Advanced Radio, the PDC760 

(DMR) or PTC760 (TETRA) combines PMR with 
LTE, offering dual display and a rugged touch screen to 
manage narrowband and broadband communications. 
Converging on one device means staff do not have to 
carry two separate handsets to access the best in voice and 

data technology.

Why an LTE-only solution for mission 
critical comms might not be advisable 
just yet
Work on introducing mission critical features into the LTE 

by standards specification body 3GPP is still on-going. 
Not all PMR features have been specified to the same 
depth for LTE, but mission critical push-to-talk (MCPTT) 

voice features are among the more advanced specifications.

Convergence: The potential of hybrid narrowband and broadband networksProfessional mobile radio (PMR) networks have been around a long time. 

This does not mean the technology is outdated or should be replaced in 

favour of mass consumer technologies like 3G and 4G LTE cellular systems 

– far from it

Some vendors are providing proprietary ways to support mission-
critical LTE features, but then customers 
run the risk of vendor lock-in unless 
the solutions can be easily adapted
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Others features like Proximity Services (ProSe – LTE’s 
equivalent to TETRA’s Direct Mode Operation), IOPS 
(Isolated Operation), and data services, such as video PTT 

and group video broadcasting, are still under development.
Some vendors are providing proprietary ways to support 

these features, but then customers run the risk of vendor 
lock-in unless the solutions can be easily adapted to meet 

the standard once it is agreed at a later date.
Mission critical LTE is at a very immature stage of 

development. Customers may therefore wish to wait until 

the industry development cycle matures.A key point is that interoperability between vendor 
solutions at the service level is not guaranteed yet by any 
open process similar to the IOPS (TCCA) process used 
for TETRA products. Customers wishing to purchase 
products from multiple vendors will want to be sure they 

can all work together.
The problem with spectrumLack of spectrum for any kind of private LTE users is 

another major issue. Very few countries have allocated 
spectrum for private users yet. Even if they have or plan 
to do so, not all private users will be granted access to 
the spectrum.

Some countries may not allocate any LTE spectrum for 

private use, which means private users must turn to the 
licensed spectrum holders – usually commercial mobile 
operators – a solution that will not suit all customers.

Another consideration is the cost of deployment 
associated with an LTE-only mission critical network. 
Whereas TETRA and DMR are deployed mainly using 
lower bands (VHF and 380-450 MHz), allocated bands 
for private LTE are higher (700MHz, 800MHz, 1.4GHz, 

2.3/2.6 GHz), so the number of sites/towers, OPEX costs, 

etc., are generally more expensive for LTE networks. 
� us, a model with 100 per cent coverage in TETRA/

DMR, and bubbles of LTE coverage where required seems 

to make the most sense, especially for large deployments.
Converged communication networks enable 

organisations to bene� t from both technologies – 
retaining the � eld-proven resilient voice technology of 
DMR and TETRA, while accessing new fast 4G LTE 
broadband technology, which is becoming a necessity in an 

increasingly data-driven world. To learn more about Hytera’s PMR-LTE Convergence 
Solution, and its full portfolio of integrated products, systems 

and applications, visit the company’s stand (E20) at Critical 

Communications World.

Hytera has invested heavily  in PMR-LTE convergence, as seen by its range of multi-mode and PTT over cellular handsets, to give its customers 
the best of both worlds

Converged communication networks 
enable businesses to retain the � eld-

proven resilient voice technology of DMR 
and TETRA, while accessing new 
fast 4G LTE broadband technology
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B ittium, the Finnish pioneer of advanced radio 
technologies, has recently launched a new and 
exciting solution that combines Bittium Tough 
Mobile, its secure and rugged LTE smartphone, 
together with the new Bittium Tough Mobile 

HybridX extension. � e solution brings connectivity between 

TETRA and LTE by combining mission critical voice over 
tactical or PMR networks with the application capabilities 
and high speed data of an LTE smartphone, all in a single 
rugged handset.

In practice, the Bittium Tough Mobile HybridX extension 

is an integrated module and a smart holder for Bittium Tough 

Mobile smartphone. It provides a ruggedised cable connection 

to the existing TETRA or other PMR radios and allows 
operation of both Bittium Tough Mobile and the connected 

PMR radio from the same user interface. � e user can bene� t 

from all the features of a smartphone while voice is routed via 

the TETRA device, all this can be done without any changes 

to the operational model for voice communication of the 
user organisation.

User bene� ts� e HybridX extension makes the Bittium Tough Mobile 
smartphone a remote speaker microphone for a PMR radio, 

allowing the user to remotely operate a TETRA or P25 
device from the smartphone. � e connection is made via a 
dedicated cable,  removing the need for carrying a separate 
RSM accessory. When attached to the smart holder, it allows 

the phone to double as a body-worn camera with a 170o view. 

� e smart holder provides an integrated charging function, 
so users don’t have to worry about losing power during the 
mission or work shift. Multi-colour LEDs guide the user, e.g. 

showing when the device is taking a video.With Tough Mobile HybridX, it is possible to use only 
one device to operate two PTT systems, instead of juggling 
between two separate devices. Police o�  cers and other 
� rst responders are already carrying and using multiple 
communication devices, and this solution reduces the total 
number of devices, and also bridges the TETRA or P25 users 

with those who are using only LTE smartphones. 
Bittium Tough Mobile HybridX extension allows cost 

savings because the user organisations can keep using their 
existing TETRA/P25 radios. � is reduces the total cost 
of ownership when transitioning to future LTE-based 
mission critical systems. � e transition period between the 

technologies can be long, and in case either the TETRA/P25 

device or the smartphone reaches its end of life, there is no 
need to replace the whole system. With Bittium’s solution it is 

possible to keep on bene� ting from the investments that have 

already been made. � e solution can be tailored to speci� c 
customer requirements, including speci� c PMR radio models, 

security levels, speed commands, and other functions.The go-to tool for authoritiesDuring the solution’s development, there has been a clear 
focus on customer needs and requirements. Bittium has been 

cooperating with di� erent authorities, such as representatives 

of Emergency Medical Services, to validate the usability and 

bene� ts of Bittium Tough Mobile HybridX extension.
Mr. Jouni Kurola, medical director, Centre for Prehospital 

Emergency Care, Kuopio University Hospital: “We at the 
Kuopio University Hospital District in Finland are excited 
about the new and innovative Bittium Tough Mobile 
HybridX solution. We look forward to start using it within 
our Emergency Medical Services where the solution will, for 

example, help us to communicate more diversely and achieve 

real-time situational awareness from accident sites.”
� e Bittium Tough Mobile HybridX extension eases the 

use of PTT communication, and also provides additional 
capabilities, such as push-to-video, emergency button and 
external loudspeaker. All in all, it is the perfect solution for 
the converging worlds of PMR voice, high speed data access 

and Android-based multimedia applications. 
� e Bittium Tough Mobile HybridX extension has been 

shortlisted for “Best Evolution to Future Broadband” award 
at the International Critical Communications Awards, which 

will be held in conjunction with the Critical Communications 

World event, 15-17 May, in Berlin, Germany. 
To see the solution in action, visit Bittium’s stand D50 at 

Critical Communications World.  

Bittium: bridging the gap between TETRA and LTE

We’re excited about the Bittium 
Tough Mobile HybridX solution. 

We’re looking forward to using it to help 
us achieve real-time situational 
awareness from accident sites

Usability has 
been a key element in the development of the Bittium Tough Mobile 
HybridX 

extension
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A major advantage of private PMR networks is that 
they can be designed with exactly the coverage and 
capacity the customer requires. 4G LTE systems operated 

by mobile network operators (MNOs) are ‘best effort’ in 
that coverage and capacity are dictated by commercial Modern digital IP-based PMR networks can not only 

provide utilities, airports, ports, logistics companies and 
many other industries with a resilient voice network, but 
they can also be used to transmit low bandwidth data, 
such as supervisory control and data acquisition (SCADA) For higher data rate applications businesses can use an However, if the MNO’s coverage is not adequate at, for 

But gaining access to the world of fast broadband data 
is a major plus, as end users can send and receive images 
and video in the field and interrogate databases, which 
improves efficiency and productivity. Video can also be 
streamed automatically from remote or sensitive sites in 
the case of unauthorised entry or detection of faults.

Voice will continue to remain important, however. Voice 

applications in DMR and TETRA systems have evolved to 

provide a wide range of functionality not found in cellular 

networks. Due to the one-to-one calling protocols in 
cellular networks, the one-to-many and direct one-to-one 

mode (bypassing the network) communication features 
in PMR systems are missing in LTE. It should be noted, 
however, that these kinds of PMR features are currently 
being written into the LTE standard.Taking the example of a power utility company again, 

a PMR system provides a resilient voice network to 
direct its field staff. The PMR system ensures that the 

Others features like Proximity Services (ProSe – LTE’s 
equivalent to TETRA’s Direct Mode Operation), IOPS 
(Isolated Operation), and data services, such as video PTT 

and group video broadcasting, are still under development.
Some vendors are providing proprietary ways to support 

these features, but then customers run the risk of vendor 
lock-in unless the solutions can be easily adapted to meet 

Another consideration is the cost of deployment 
associated with an LTE-only mission critical network. 
Whereas TETRA and DMR are deployed mainly using 
lower bands (VHF and 380-450 MHz), allocated bands 
for private LTE are higher (700MHz, 800MHz, 1.4GHz, 

2.3/2.6 GHz), so the number of sites/towers, OPEX costs, 

etc., are generally more expensive for LTE networks. 

Hytera has invested heavily  in PMR-LTE convergence, as seen by its range of multi-mode and PTT over cellular 

A major advantage of private PMR networks is that 
they can be designed with exactly the coverage and 
capacity the customer requires. 4G LTE systems operated 

by mobile network operators (MNOs) are ‘best effort’ in 
that coverage and capacity are dictated by commercial Modern digital IP-based PMR networks can not only 

provide utilities, airports, ports, logistics companies and 
many other industries with a resilient voice network, but 
they can also be used to transmit low bandwidth data, 
such as supervisory control and data acquisition (SCADA) For higher data rate applications businesses can use an 

MNO’s ‘best effort’ 4G LTE commercial network.
However, if the MNO’s coverage is not adequate at, for 
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technologies can be long, and in case either the TETRA/P25 

device or the smartphone reaches its end of life, there is no 
need to replace the whole system. With Bittium’s solution it is 

possible to keep on bene� ting from the investments that have 

already been made. � e solution can be tailored to speci� c 
customer requirements, including speci� c PMR radio models, 

security levels, speed commands, and other functions.The go-to tool for authoritiesDuring the solution’s development, there has been a clear 
focus on customer needs and requirements. Bittium has been 

cooperating with di� erent authorities, such as representatives 

of Emergency Medical Services, to validate the usability and 

bene� ts of Bittium Tough Mobile HybridX extension.
Mr. Jouni Kurola, medical director, Centre for Prehospital 

Emergency Care, Kuopio University Hospital: “We at the 
Kuopio University Hospital District in Finland are excited 
about the new and innovative Bittium Tough Mobile 
HybridX solution. We look forward to start using it within 
our Emergency Medical Services where the solution will, for 

example, help us to communicate more diversely and achieve 

real-time situational awareness from accident sites.”
� e Bittium Tough Mobile HybridX extension eases the 

use of PTT communication, and also provides additional 
capabilities, such as push-to-video, emergency button and 
external loudspeaker. All in all, it is the perfect solution for 
the converging worlds of PMR voice, high speed data access 

and Android-based multimedia applications. 
� e Bittium Tough Mobile HybridX extension has been 

shortlisted for “Best Evolution to Future Broadband” award 
at the International Critical Communications Awards, which 

will be held in conjunction with the Critical Communications 

World event, 15-17 May, in Berlin, Germany. 
To see the solution in action, visit Bittium’s stand D50 at 

Critical Communications World.  
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APD Communications is leading the critical communications community through the 

evolution of TETRA, LTE and cloud technologies. Managing director Mike Isherwood 

explains what this means for control rooms around the globe, now and into the future.

WE’RE ON THEFRONTLINEOF A TECHREVOLUTION
Q What does your company do?A Put simply, we create software that helps to save 

lives and protect and preserve society.In the UK, half of all police forces employ our technology 

and we also serve the transport and aviation sectors.
Internationally, we have an ever-growing presence. 

Cortex, our Integrated Communication Control System 

(ICCS), is used in more than 70 control rooms globally.
Cortex has recently become the first software to be 

officially certified to support a new state-of-the-art 

LTE-based Emergency Services Network (ESN) for 

the UK’s emergency services. It means we’re in pole 

position to support the blue light sector as it undergoes 

a communications revolution. The UK is leading the way in the latest technology to 

support mission-critical control room organisations and 

APD is on the crest of that wave. 
Q   What are the challenges created by ESN for 

technology suppliers and control room operators 

and how have you worked to address these? 
A The real challenge is to focus first and foremost on 

delivering business as usual. We’ve achieved that with 

Cortex, as shown by gaining the official accreditation. 
The transition to ESN will happen on a phased basis over 

the next two years, but you could turn on our system 

today and I guarantee it would work.We’ve got there first with certification for ESN because 

of simplicity of purpose – a strong focus on delivering 

business as usual. It’s a very simple foundational principle 

based on a recognition that despite technical changes, 

the customer must be able to continue doing their job. 

The technical complexities they leave to us – all they want 

to do is come in every day, do their job and save lives. 
Having achieved business as usual, we’re now working on 

the technologies that will help control rooms to deliver 

advanced features such as video into the control room and 

integration with body-worn cameras. We’re working on the 

next-generation features that ESN and LTE enable. 
The biggest technical challenge is developing software 

against a developing platform, Motorola Solutions’ LTE 

solution, Wave, which is itself developing. That means we 

have had to be incredibly agile and reactive to changes.
We have a dedicated team of engineers who are experts 

in radio over LTE communications. They have been on 

this project from the beginning and they’re developing 

the software every single day. As changes come up, 

they rework and improve solutions and they write new 

features. This is agile, real-time development. We have 

a well-defined plan, but we constantly adapt based on 

feedback from our customers.Also, Cortex is a software-only solution. Unlike other 

vendors that have a lot of proprietary hardware and 

legacy systems built into their solutions, we’re software-

only and software can be adapted easily. Hardware can’t. 

Suppliers with a mix of software and hardware have their 

flexibility severely constrained.We started our software-only journey five years ago – 

we deliberately removed hardware from our solution 

because we were moving towards hosted and cloud 

environments. Our solutions are IP-based while others 

are a mix of analogue, digital and a bit of IP. LTE is an  

IP-based network and that is the only way to go.19833.014 APD COMM Critical Comms Q&A Advertorial (AW).indd   1

26/04/2018   17:10
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Q How do you expect ESN to change how UK public 

safety control room operators work and how will this 

benefit the general public? A In the short term, ESN is a huge change in the 

communications network which carries significant risk 

for public safety, so APD’s focus has been to minimise 

any change for operational staff and not to present too 

much change at once.
Our approach is not to change how they work, because 

there is huge risk in this for mission-critical organisations 

and a huge risk for the public and society.
In the medium to long term, LTE and ESN will open up a 

whole raft of new applications, delivering richer content 

so that many tasks that are now pushed back into the 

control room can be managed out in the field. There will 

be richer access to data and the ability to share video 

and information instantly. Staff both in the field and in the control room will be 

empowered and informed to make better and faster 

decisions, because data will be more readily available. 

There will be less administration and less duplication.
It will benefit the general public through emergency 

services organisations delivering improved service. 
For the police, information will be at officers’ fingertips. 

For example, stop and search need not take half an hour; 

it could be just a few minutes. An officer can check out 

information provided by a person they have stopped 

immediately on their handset. This will deliver many benefits: inconvenience to the 

public is reduced; the police are assisted to apprehend 

the right people; society is protected more effectively; 

and community relations are improved.

Q How have you designed your system to reduce the 

learning curve for operators once ESN comes online?

A We have deliberately designed our software so it has a 

familiar look and feel and workflow. The design principle 

we’ve used is like keeping your mobile phone, but 

switching mobile phone operator. It looks exactly the same; 

it’s just a different network.  We have held regular workshops with users of our 

system. We have demonstrated our ESN software on 

a regular basis to users and non-users as it’s being 

developed, to get their feedback.We’ve had technical workshops, operational workflow 

workshops and training workshops. We’ve also hosted 

ESN webinars where we have demonstrated the software 

and we’ve had client visits to our premises. 
So we’ve had really heavy technical and operational 

involvement from our customers. We’ve talked to the 

techies and to the users in the control room. This user 

engagement has driven us to produce a product that 

meets our customers needs throughout the transition 

and beyond. 

Having achieved business as usual, we’re now working 

on the technologies that will help control rooms to 

deliver advanced features such as video into the 

control room and integration with body-worn cameras. 

We’re working on the next-generation features that 

ESN and LTE enable.

““
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APD Communications is leading the critical communications community through the 

evolution of TETRA, LTE and cloud technologies. Managing director Mike Isherwood 

explains what this means for control rooms around the globe, now and into the future.

WE’RE ON THEFRONTLINEOF A TECHREVOLUTION
Q What does your company do?A Put simply, we create software that helps to save 

lives and protect and preserve society.In the UK, half of all police forces employ our technology 

and we also serve the transport and aviation sectors.
Internationally, we have an ever-growing presence. 

Cortex, our Integrated Communication Control System 

(ICCS), is used in more than 70 control rooms globally.
Cortex has recently become the first software to be 

officially certified to support a new state-of-the-art 

LTE-based Emergency Services Network (ESN) for 

the UK’s emergency services. It means we’re in pole 

position to support the blue light sector as it undergoes 

a communications revolution. The UK is leading the way in the latest technology to 

support mission-critical control room organisations and 

APD is on the crest of that wave. 
Q   What are the challenges created by ESN for 

technology suppliers and control room operators 

and how have you worked to address these? 
A The real challenge is to focus first and foremost on 

delivering business as usual. We’ve achieved that with 

Cortex, as shown by gaining the official accreditation. 
The transition to ESN will happen on a phased basis over 

the next two years, but you could turn on our system 

today and I guarantee it would work.We’ve got there first with certification for ESN because 

of simplicity of purpose – a strong focus on delivering 

business as usual. It’s a very simple foundational principle 

based on a recognition that despite technical changes, 

the customer must be able to continue doing their job. 

The technical complexities they leave to us – all they want 

to do is come in every day, do their job and save lives. 
Having achieved business as usual, we’re now working on 

the technologies that will help control rooms to deliver 

advanced features such as video into the control room and 

integration with body-worn cameras. We’re working on the 

next-generation features that ESN and LTE enable. 
The biggest technical challenge is developing software 

against a developing platform, Motorola Solutions’ LTE 

solution, Wave, which is itself developing. That means we 

have had to be incredibly agile and reactive to changes.
We have a dedicated team of engineers who are experts 

in radio over LTE communications. They have been on 

this project from the beginning and they’re developing 

the software every single day. As changes come up, 

they rework and improve solutions and they write new 

features. This is agile, real-time development. We have 

a well-defined plan, but we constantly adapt based on 

feedback from our customers.Also, Cortex is a software-only solution. Unlike other 

vendors that have a lot of proprietary hardware and 

legacy systems built into their solutions, we’re software-

only and software can be adapted easily. Hardware can’t. 

Suppliers with a mix of software and hardware have their 

flexibility severely constrained.We started our software-only journey five years ago – 

we deliberately removed hardware from our solution 

because we were moving towards hosted and cloud 

environments. Our solutions are IP-based while others 

are a mix of analogue, digital and a bit of IP. LTE is an  

IP-based network and that is the only way to go.19833.014 APD COMM Critical Comms Q&A Advertorial (AW).indd   1
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Q How do you expect ESN to change how UK public 

safety control room operators work and how will this 

benefit the general public? A In the short term, ESN is a huge change in the 

communications network which carries significant risk 

for public safety, so APD’s focus has been to minimise 

any change for operational staff and not to present too 

much change at once.
Our approach is not to change how they work, because 

there is huge risk in this for mission-critical organisations 

and a huge risk for the public and society.
In the medium to long term, LTE and ESN will open up a 

whole raft of new applications, delivering richer content 

so that many tasks that are now pushed back into the 

control room can be managed out in the field. There will 

be richer access to data and the ability to share video 

and information instantly. Staff both in the field and in the control room will be 

empowered and informed to make better and faster 

decisions, because data will be more readily available. 

There will be less administration and less duplication.
It will benefit the general public through emergency 

services organisations delivering improved service. 
For the police, information will be at officers’ fingertips. 

For example, stop and search need not take half an hour; 

it could be just a few minutes. An officer can check out 

information provided by a person they have stopped 

immediately on their handset. This will deliver many benefits: inconvenience to the 

public is reduced; the police are assisted to apprehend 

the right people; society is protected more effectively; 

and community relations are improved.

Q How have you designed your system to reduce the 

learning curve for operators once ESN comes online?

A We have deliberately designed our software so it has a 

familiar look and feel and workflow. The design principle 

we’ve used is like keeping your mobile phone, but 

switching mobile phone operator. It looks exactly the same; 

it’s just a different network.  We have held regular workshops with users of our 

system. We have demonstrated our ESN software on 

a regular basis to users and non-users as it’s being 

developed, to get their feedback.We’ve had technical workshops, operational workflow 

workshops and training workshops. We’ve also hosted 

ESN webinars where we have demonstrated the software 

and we’ve had client visits to our premises. 
So we’ve had really heavy technical and operational 

involvement from our customers. We’ve talked to the 

techies and to the users in the control room. This user 

engagement has driven us to produce a product that 

meets our customers needs throughout the transition 

and beyond. 

Having achieved business as usual, we’re now working 

on the technologies that will help control rooms to 

deliver advanced features such as video into the 

control room and integration with body-worn cameras. 

We’re working on the next-generation features that 

ESN and LTE enable.

““
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About us 
Critical Communications Today is dedicated 
to the global critical communications market. 
It aims to inspire and inform the critical 
communications community and is published 
with the support of The Critical Communications 
Association (TCCA). 

Launched in 2010 as TETRA Today, 
this publication provides technical advice, 
authoritative editorial and commentary spanning 
all areas of mission-critical comms, while also 
maintaining an extensive online presence with 
daily news, a bi-weekly newsletter and its 
social media following (with a focus on Twitter 
and LinkedIn). 

From the publisher of Land Mobile (which is 
part of the group responsible for organising the 
Critical Communications Series of events on 
TCCA’s behalf), Critical Communications Today
refl ects the constantly developing mission-critical 
ecosystem in a topical and informative way.

Why advertise? 
Drawing on the resources of the Mark Allen 
Group, Critical Communications Today has 
vast experience in publishing articles that 
both captivate and inspire the reader. The 
brand enjoys trust and respect throughout the 
wireless communications industry, ensuring 
that our advertisers receive exposure to a highly 
engaged readership. 

The move towards greater alignment with 
the wider telecommunications ecosystem is 
disrupting the market and allowing new entrants 
from the cellular world. In this increasingly 
competitive environment, you cannot afford not 
to be heard. Critical Communications Today
gives you the authoritative platform you need to 
achieve your marketing objectives, while offering 
unparalleled value for money.

Trust is everything in critical communications. 
Your customers look to you for the technology 
that they rely on when they call for back-up and 
their lives are on the line. Developing that trust 
takes time. Time and familiarity. At its heart, 
advertising in Critical Communications Today
sends a message to the market: “we’re here, 
we’re here to help, and we’re here to stay”.

Terms of control: 
Critical Communications Today is only sent to 
those who meet the following terms of control:

• advisors

• analysts

• chairpersons

• chief executives

• consultants

• designers

• directors

• engineers

• governors

• managers

• managing directors

• offi cers

• presidents

• proprietors

• service chiefs

• supervisors

• technicians

• vice presidents

APD Communications is leading the critical communications community through the 

evolution of TETRA, LTE and cloud technologies. Managing director Mike Isherwood 

explains what this means for control rooms around the globe, now and into the future.

REVOLUTION
Q What does your company do?A Put simply, we create software that helps to save 

lives and protect and preserve society.

the customer must be able to continue doing their job. 

The technical complexities they leave to us – all they want 

to do is come in every day, do their job and save lives. 
Q How do you expect ESN to change how UK public 

safety control room operators work and how will this 

benefit the general public? A In the short term, ESN is a huge change in the 

Q

A

ernationally, we have an ever-growing presence. 

Cortex, our Integrated Communication Control System 

(ICCS), is used in more than 70 control rooms globally.
Cortex has recently become the first software to be 

officially certified to support a new state-of-the-art 

LTE-based Emergency Services Network (ESN) for 

the UK’s emergency services. It means we’re in pole 

position to support the blue light sector as it undergoes 

a communications revolution. The UK is leading the way in the latest technology to 

support mission-critical control room organisations and 

advanced features such as video into the control room and 

integration with body-worn cameras. We’re working on the 

next-generation features that ESN and LTE enable. 
The biggest technical challenge is developing software 

against a developing platform, Motorola Solutions’ LTE 

solution, Wave, which is itself developing. That means we 

have had to be incredibly agile and reactive to changes.
We have a dedicated team of engineers who are experts 

in radio over LTE communications. They have been on 

communications network which carries significant risk 

for public safety, so APD’s focus has been to minimise 

any change for operational staff and not to present too 

much change at once.
Our approach is not to change how they work, because 

there is huge risk in this for mission-critical organisations 

and a huge risk for the public and society.

W

lives and protect and preserve society.In the UK, half of all police forces employ our technology 

and we also serve the transport and aviation sectors.
Internationally, we have an ever-growing presence. 

Cortex, our Integrated Communication Control System 

Having achieved business as usual, we’re now working on 

the technologies that will help control rooms to deliver 

advanced features such as video into the control room and 
A In the short term, ESN is a huge change in the 

communications network which carries significant risk 
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e have held regular workshops with users of our 

system. We have demonstrated our ESN software on 

a regular basis to users and non-users as it’s being 

developed, to get their feedback.We’ve had technical workshops, operational workflow 

workshops and training workshops. We’ve also hosted 

ESN webinars where we have demonstrated the software 

and we’ve had client visits to our premises. 
So we’ve had really heavy technical and operational 

involvement from our customers. We’ve talked to the 

techies and to the users in the control room. This user 

engagement has driven us to produce a product that 

meets our customers needs throughout the transition 

and beyond. 

Having achieved business as usual, we’re now working 

on the technologies that will help control rooms to 

deliver advanced features such as video into the 

control room and integration with body-worn cameras. 

We’re working on the next-generation features that 

ESN and LTE enable.

he UK is leading the way in the latest technology to 

support mission-critical control room organisations and 

APD is on the crest of that wave. 
Q   What are the challenges created by ESN for 

technology suppliers and control room operators 

and how have you worked to address these? 
A The real challenge is to focus first and foremost on 

delivering business as usual. We’ve achieved that with 

Cortex, as shown by gaining the official accreditation. 
The transition to ESN will happen on a phased basis over 

the next two years, but you could turn on our system 

today and I guarantee it would work.We’ve got there first with certification for ESN because 

of simplicity of purpose – a strong focus on delivering 

business as usual. It’s a very simple foundational principle 

based on a recognition that despite technical changes, 

have had to be incredibly agile and reactive to changes.
e have a dedicated team of engineers who are experts 

in radio over LTE communications. They have been on 

this project from the beginning and they’re developing 

the software every single day. As changes come up, 

they rework and improve solutions and they write new 

features. This is agile, real-time development. We have 

a well-defined plan, but we constantly adapt based on 

feedback from our customers.Also, Cortex is a software-only solution. Unlike other 

vendors that have a lot of proprietary hardware and 

legacy systems built into their solutions, we’re software-

only and software can be adapted easily. Hardware can’t. 

Suppliers with a mix of software and hardware have their 

flexibility severely constrained.We started our software-only journey five years ago – 

we deliberately removed hardware from our solution 

because we were moving towards hosted and cloud 

environments. Our solutions are IP-based while others 

are a mix of analogue, digital and a bit of IP. LTE is an  

IP-based network and that is the only way to go.

oach is not to change how they work, because 

there is huge risk in this for mission-critical organisations 

and a huge risk for the public and society.
In the medium to long term, LTE and ESN will open up a 

whole raft of new applications, delivering richer content 

so that many tasks that are now pushed back into the 

control room can be managed out in the field. There will 

be richer access to data and the ability to share video 

and information instantly. Staff both in the field and in the control room will be 

empowered and informed to make better and faster 

decisions, because data will be more readily available. 

There will be less administration and less duplication.
It will benefit the general public through emergency 

services organisations delivering improved service. 
For the police, information will be at officers’ fingertips. 

For example, stop and search need not take half an hour; 

it could be just a few minutes. An officer can check out 

information provided by a person they have stopped 

immediately on their handset. This will deliver many benefits: inconvenience to the 

public is reduced; the police are assisted to apprehend 

the right people; society is protected more effectively; 

and community relations are improved.

system. We have demonstrated our ESN software on 

a regular basis to users and non-users as it’s being 

developed, to get their feedback.W

workshops and training workshops. We’ve also hosted 

ESN webinars where we have demonstrated the software 

and we’ve had client visits to our premises. 
So w
involvement from our customers. We’ve talked to the 

techies and to the users in the control room. This user 

engagement has driven us to produce a product that 

meets our customers needs throughout the transition 

and beyond. 

Having achieved business as usual, we’re now working 

on the technologies that will help control rooms to 

deliver advanced features such as video into the 

control room and integration with body-worn cameras. 

We’re working on the next-generation features that 

ESN and LTE enable.
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W hat does Tait Communications do?
We have been redefining the boundaries 
of critical communications for nearly 50 years. Technology changes incredibly 

quickly and we always ask ourselves how our customers can 

benefit from these technological developments. Traditionally 

we have built the toughest radios in the market which 
helped our customers fulfilling their jobs. Today we still 
build those world class devices, but we have also created 
a whole portfolio of solutions around the radio. For our 
customers we deliver, what we like to call the “backbone” of 

their critical communications infrastructure.What are the company’s core values?
There are three core values that help define our business: 
Commitment to Listen, Courage to Act, and Integrity to 
Deliver what we promise. These are guidelines that set how 

we should interact with our people, our customers, and the 

communities in which we are operating.We are a relatively small company but we operate globally 

¬– and we have an incredibly high level of cultural and 
linguistic diversity. Therefore, we are very good at listening 

carefully to our customers and we have found that this is an 

asset which really makes a difference. Secondly, we give our people the authority to act. This is 

something that clearly differentiates us from the big tankers. 

Our decision paths are short and the most frequently used 
sentence by a manager to a member of his team is usually 
“Go ahead” rather than “is there a certain procedure we have 

to follow?”. 
The third value is integrity to deliver, which is clear and 

easily measured, but sometimes hard to achieve. In most 
of the projects we undertake, there are a high number of 
influencing factors, mutual influence and interdependencies 

– in short: there is enormous complexity which needs to 
be managed. Delivering what we have promised sometimes 

means not sticking to just our contractual role if there are 
issues that need to be solved before we are able to deliver 
what we promised. 

Can you tell us about a situation in which 
you went beyond your contracted role to 
solve one of your customer’s problems?
Such a situation happened with the Jim Wells regional 
County in Southern Texas, USA where a new public safety 

communications network was needed  and our job was 
to replace their outdated analogue radio communications 
system which was unreliable and didn’t cover the whole 
county. At the end of the project their team faced problems 

with the microwave network which wasn’t our issue. But we 

didn’t leave them – we pitched in and worked with the team 

to give them our technical expertise, to help solve this issue 

and at the end we delivered a reliable and safe system, which 

was exactly what we had promised to deliver. What did the 

customer say about us after this?  “We never knew who Tait 

Communications was before. I can assure you now that 
they’re hand-in-hand partners with us in Jim Wells County.” 

I think that says it all!
What critical communications technologies 
does Tait provide and what are the main 
sectors it supports? Tait offers a range of analogue radio systems in conventional 

mode, like simulcast over IP (AS-IP) and in trunked 
mode, like MPT1327. And of course, we have a proven 
and successful track record in digital radio systems. Tait 
Communications was among the first to offer a DMR 
Tier III mission-critical solution and besides this we also 
offer DMR Tier II and P25. Tait DMR includes integrated 

location services, over-the-air programming, network 
management, encryption and security features – with a 
stress-free, seamless migration pathway. Our devices support 

multimodal use which means that they can be operated with 

analogue or digital systems. We offer one of the most flexible and efficient migration 

paths in the industry, which protects our customers’ 
investments. Most of them can be found in the transport, 
public safety and in the utilities sector. These are the main 
industries we are focusing at the moment because we have 
gathered an extensive in-depth knowledge of the way they 
work – their challenges, processes and operations. We have 

proven that our Unify solution portfolio is adding value 
to their critical communications infrastructure and have 
lighthouse customers of every size in all of those segments 
and more. 

Focussing on where we can deliver the most added value 

is our key for successful projects.
What is Tait doing to help PMR users 
integrate their existing networks and 
equipment with mobile broadband and what 

are the benefits of this approach?
What we’re doing is we’re taking lots of available 
technologies like Wi-Fi, LTE, Bluetooth, Ethernet and PMR 

technologies and combining them into something new 
that helps solve people’s problems, to make their lives easier 

and safer. That’s exactly what our Unify solutions portfolio 

is doing.
With UnifyVoice we bring together radio, WiFi and 

cellular with Push-to-Talk (PTT) and connect radio and 
smartphone users into a unified critical communication 

Tait wins with UnifyVehicle
Andrew Gill, managing director Tait EMEA, speaks to editor Sam Fenwick about the 

importance of values, focus and agility as the key assets of medium-sized businesses 

like Tait operating in highly competitive global markets
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system. Th e advantage is better coverage (in buildings, 
tunnels and in wide areas) and the use of devices which 
correspond to the user’s job profi les. For example, admin 
people often aren’t familiar with radios but they are with 
smartphones. UnifyVoice turns their smartphone into a 
radio so that they are easily connected to the people on the 

ground who are using radios.UnifyVehicle is integrated into the Tait mobile radio unit 

and the fi rst advantage is that our customers can leverage 
their investments in their existing radio networks. Th ey just 

need to add the UnifyVehicle unit to transform their vehicle 

into a powerful communications platform that combines 
the latest connectivity options with good old analogue 
and digital radio and with diff erent applications, such as 
telemetry applications to monitor fuel consumption, vehicle 

temperature or the like. So, we transform the radio into 
the critical communications backbone of a unifi ed vehicle 
system which ensures that voice and data calls always get 
through, everybody can talk with everybody and just as 
importantly, everything can talk with everything.You’ve recently won the tender to migrate 

Transport for London (TfL) from MPT1327 to 

DMR Tier III. How will you ensure that the 
migration goes smoothly and why did TfL 
select you for this project?

Yes, we are more than happy and proud that we have won 
the Transport for London tender and that we can continue 

our partnership for the next years. Tait Communications will manufacture and replace both 

the communications infrastructure which provides coverage 

across Greater London and the terminal equipment on 
London’s fl eet of almost 10,000 buses. We have already 
done several migration projects and possess a lot of 
experience about the involved challenges and needs. Our 
new infrastructure can support both MPT1327 and DMR 

Tier III, the new base stations can replace the old ones in 
such a way that the change will not have an impact on the 
MPT1327 mobile terminals on the buses, and then the 
users can then migrate across to the DMR mobile radios. 
So, we have a clear project plan in hand, we have added 
talented resources to our dedicated Transport for London 
project team and we will work closely with the TfL team 
in an open and collaborative way. I believe that our proven 

Tait focuses on supporting the  public safety, transport and utility sectors, given its in-depth 
knowledge 

of their requirements

We’re taking lots of technologies like 
Wi-Fi, LTE, Bluetooth, Ethernet, and 

PMR technologies and combining them 
into something new that helps solve 
people’s problems
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Introduction

Circulation
Critical Communications Today is the only 
international publication servicing all aspects 
of the mission-critical wireless comms 
community. Our reach is massive, with 27,500 
digital and printed copies read in more than 
105 different countries. 
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Circulation breakdown

Source reader survey, August 2016  

What is the size of your annual budget for products and services?

 Specify requirements 66% 

 Initiate/recommend purchases 45%

 Select the supplier 45% 

 Take the final decision 34% 

 Make the purchase 28% 

 Authorise the expenditure 31% 

Reader
purchasing power

£100,000-
£249,000  

£250,000-
£499,999 

£500,000-
£999,999 

£1million-
£5million  

Over £5 
million

“ Capita has worked with both Land Mobile and Critical Communications Today for many 
years and regard both as key industry publications, providing us with trusted channels 
to engage with clients and partners on a regular basis with a focus on our core products 
and services in the UK and overseas.

Nick Oliver , Marketing Manager - Public Safety ”

14.3% 12.5% 17.9% 14.3% 7.2%

Primary job function

Corporate Management  15%

Head of Procurement  13%

Engineering/Technical  50%

Consultants  26%
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The growing participation of commercial network 

operators in the public safety sector means they are having 

to build sites in remote areas. Simon Creasey looks at the 

obstacles in their way and how they can be overcome

LTE sites 
roll-out!  

M
ajor incidents typically 

occur in densely 

populated urban 

locations such as global 

capital cities or large 

regional centres. However, from time 

to time incidents do occur in remote or 

rural locations. For example, sporadic 

wildfi res in hard-to-reach forested areas 

or a mining or tunnelling accident that 

takes place miles underground.

Due to the fact that no-one can 

accurately predict when and where 

these incidents are going to occur, those 

public safety bodies seeking to embrace 

the bandwidth-intensive applications 

that are enabled by mobile broadband 

are under enormous pressure to create 

or have access to LTE networks that 

off er high geographic coverage, even if 

the civilian population in these areas is 

fairly low or indeed nonexistent. 

But establishing these networks 

doesn’t come cheaply and is fraught 

with logistical diffi  culties. Th at’s why 

we are seeing a number of governments 

globally looking to get mobile network 

operators (MNOs) to off er LTE 

network services for public safety users. 

By sharing existing LTE infrastructure 

with consumer and enterprise 

customers, LTE public safety users can 

take advantage of robust established 

networks and reduce costs.

However, the major issue comes 

when public safety users require full 

Rural and remote 

areas may be 

pleasing to 

the eye, but 

providing them 

with broadband 

coverage can 

be a challenge 

because of  

logistical issues

too expensive over those distances.” 

Th en there is the added complexity of 

backhaul from remote locations where 

the use of fi bre is probably not an 

option. “Transmission to remote sites 

is a challenge – fi bre presents obvious 

cost issues, and there is often not a 

nearby site that we can connect into 

using point-to-point microwave links,” 

adds Warne.

Another possible issue surrounds 

ownership of the land where the new 

tower needs to be erected. “We’re 

often operating in areas of outstanding 

natural beauty, or huge privately owned 

estates,” says Warne. “If these parts of 

the country need connectivity, then the 

landowners have to support that – too 

often, that support isn’t there.”

As a result of this combination 

of diff erent factors associated with 

bringing coverage to rural areas, many 

MNOs face challenges that they’ve 

never faced before. “MNOs have 

been building ‘monolithic’ networks 

We’re often operating 

in areas of outstanding 

natural beauty, or huge 

privately owned estates. If 

[they] need connectivity, then 

the landowners have to 

support that

network coverage in those hard-to-reach 

locations where historically MNOs 

haven’t previously had to off er coverage 

to consumer or enterprise customers – 

and especially not LTE coverage.

Providing highly reliable broadband 

connectivity in these areas presents a 

whole host of hurdles that MNOs need 

to overcome. In the fi rst instance there 

is the logistical issue of getting materials 

and engineers to the site to build a new 

tower, which can be tough in areas 

where there are few or even no roads. 

“Th e biggest challenge is usually 

travel time and appropriate transport 

vehicles to get to these locations,” says 

TJ Kennedy, co-founder of Th e Public 

Safety Network in America and former 

president of FirstNet. “Rural and 

remote locations that do support towers 

have the same equipment, sometimes 

hardened more for diffi  cult weather 

and less reliable power; it just takes 

longer and is often more expensive to 

get there. Off -road vehicles as well as 

helicopters may be used to get to these 

locations, adding to signifi cantly higher 

installation and operating costs.”

Th ere will also potentially be power 

issues in these locations with the 

nearest mains supply located some 

distance away. “Getting power to a site 

that has no other infrastructure around 

it is incredibly diffi  cult,” says Duncan 

Warne, ESN implementation director 

at EE. “Digging for powerlines is 
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where radio base stations are installed 

in remote sites that are connected 

via some sort of backhauling [fibre, 

microwave] to the network intelligence 

[gateways] in a few central offices,” 

says Karim El Malki, CEO at Athonet. 

“Therefore should anything fail in the 

communications chain between the 

base station and the central offices, even 

if the base station itself is powered and 

operational, then the emergency worker 

will be stuck without any connectivity 

– not even connectivity with colleagues 

in the same emergency area. That is 

not acceptable. Furthermore, MNO 

networks currently operate as black 

boxes to public safety agencies, 

making it impossible for public safety 

IT teams to be independent and 

rapid when it comes to managing and 

operating those networks.”

El Malki says that to address these 

new needs it is “fundamental to bring 

intelligence to the network edge by 

creating remote sites that can operate 

independently, can be managed by 

public safety teams and can maintain 

local connectivity between emergency 

workers in any situation”. 

He says this can be done through 

a combination of new architecture 

of MNO radio sites that need to 

be equipped with network and 

application servers to make them 

independent of the national network 

if needed and “transportable 

For those areas 

where towers can’t 

be built,’cells on 

wheels’ are very 

much an option 

standalone mobile edge networks to 

create coverage in difficult situations” – 

more of which later. 

Some of the issues that El Malki and 

other experts identify are already being 

overcome. Take the example of power. 

“We’re evolving battery and back-up 

generator technologies, and designing 

sites that use less power,” says Warne. 

“Solar is another area of development 

– we work closely with innovative 

technology companies, from the 

telecoms industry and elsewhere.”

Inroads have also been made in the 

area of transmission. “We’ve developed 

a highly efficient satellite backhaul 

solution for these cases, and that’s 

meeting the challenges of fast data and 

instant voice.” 

But while there may be ways of 

getting around some of these coverage 

issues, the problem is that some of the 

solutions don’t come cheaply and the 

cost of building new towers can be 

very high – especially in hard-to-reach 

areas. Then you have the added cost 

of bringing electricity or green power 

generators and storage to the site, plus 

the cost to bring backhaul connectivity 

to the site. And that’s not to mention 

the ongoing cost associated with 

maintaining the tower. 

“Sometimes it’s not commercially 

viable for operators to deploy unless 

there is some sort of government 

support,” says Manuel Ruiz, head of 

mission critical and private networks 

at Ericsson. “It’s not just the cost of the 

equipment we provide – it’s providing 

the site, providing the security around 

[it], being able to provide the backbone 

fibre, optic whatever, and making it 

accessible for maintenance.”

This is where MNOs, utility 

companies and governments need 

to collaborate to find synergies, says 

Kennedy. “Everyone must come 

together to help reduce the cost. In 

some rural areas around the world, 

carriers have partnered to do rural 

RAN sharing as a way to save costs [eg, 

Northern Finland, as well as Canada] 

and governments have often invested 

in rural fibre deployments to encourage 

additional telecom investment [eg, USA 

Rural Broadband grant programmes 

such as the Broadband Technology 

Opportunity Program, known as 

BTOP]. We need to continue to 

find innovative ways to save fixed 

and variable costs to foster more 

rural deployments.”

As well as the potential prospect of 

towers not being commercially viable, 

there are some geographical areas where 

it is physically impossible to erect a 

tower. That is where rapidly deployable 

networks – which are only used in 

emergency situations – come in. These 

don’t require high network build costs 

and they have a limited impact on the 

local environment, which is helpful 

in areas that may have some sort of 

protected environmental status. These 

deployable solutions can also be used 

if an existing network is taken out by a 

natural disaster.

“There are different models, but the 

most popular one is putting it on a 

vehicle – a cell on wheels,” says Ruiz. 

“So if there is an event, they are able to 

have a bubble of coverage in that area.”

Nokia has already developed a 

portfolio of ultra-compact network 

and compact networks with deployable 

systems so that users can create “small 

bubbles of LTE coverage”, explains Jane 

Rygaard, global marketing lead for this 

business area at Nokia.

“So you can basically take an LTE 

network with you, deploy it on the 

battery if you have no power and 

you can backhaul it into the existing 

network,” says Rygaard. “If I gave you 

one of our backpacks and you put it 

up on the battery, you could have an 

LTE network up and running in under 

three minutes, which will give you a 

basic coverage. Of course, depending 

on antennas and everything else, you’re 

not going to get coverage for all of 

Scotland in one go, but it will give you 

[coverage across] the radius of whatever 

emergency area you are dealing with.”

She believes that as LTE is rolled out 

across the world we will start to see even 

more innovative deployable network 

solutions introduced. “We worked on 
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with logistical diffi  culties. Th at’s why 

we are seeing a number of governments 

globally looking to get mobile network 

operators (MNOs) to off er LTE 

network services for public safety users. 

By sharing existing LTE infrastructure 

with consumer and enterprise 

customers, LTE public safety users can 

take advantage of robust established 

networks and reduce costs.

However, the major issue comes 

when public safety users require full 

natural beauty, or huge 
natural beauty, or huge 

privately owned estates. If 

privately owned estates. If 

[they] need connectivity, then 

[they] need connectivity, then 

the landowners have to 
the landowners have to 

support that
support that

locations, adding to signifi cantly higher 

installation and operating costs.”

Th ere will also potentially be power 

issues in these locations with the 

nearest mains supply located some 

distance away. “Getting power to a site 

that has no other infrastructure around 

it is incredibly diffi  cult,” says Duncan 

Warne, ESN implementation director 

at EE. “Digging for powerlines is 
May 2018 @CritCommsToday

be equipped with network and 

application servers to make them 

independent of the national network 

if needed and “transportable 
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when public safety users require full 
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T
here is perhaps no sector more dependent on 

the use of mission-critical comms than aviation, 

involving as it does life-or-death information 

being continually transmitted between those in 

the air and on the ground.

As we saw with incidents such as the in-air disappearance 

of Malaysia Airlines Flight 370 in 2014, for instance, it 

only takes one glitch in communication – in that case the 

mysterious failing of the plane’s transponder – to contribute 

to a tragedy that grabs the attention of the whole world. 

History is likewise also full of incidents taking place at 

airports themselves, where mis- or faulty communication 

has led to, often massively high-profile, disasters. A relatively 

recent example of this took place at Linate Airport in Milan 

in 2001, when issues around communication contributed to 

a runway collision between two planes and the subsequent 

death of 118 people.

As well as the life-critical aspect, however, commercial 

aviation is incredibly dependent on digital communications 

to help it run in the most effective and efficient way possible. 

There is, after all, arguably no environment in which time is 

more of the essence than an airport, with larger sites such as 

Hartsfield-Jackson in Atlanta dealing with more than 2,000 

flights in a single day. 

At the same time, the task of getting a plane into the air 

is both hugely complicated and labour-intensive, involving 

any number of different processes taking place around the 

facility. Clearly, while you don’t want the aircraft to crash, you 

also need to make sure that it gets away on time, carrying the 

requisite fuel, passengers, gin, vacuum-sealed scones, sick bags 

and so on.

This is an area in which digital communications has made 

an enormous impact, with a variety of solutions now available 

to help staff on the ground keep on top of everything, 

both front of house and behind the scenes. These range 

from traditional, two-way radio/TETRA-based products to 

increasingly data-orientated platforms delivering information 

across the site in real time. 

The move from analogue to TETRA

Recent months have seen several high-profile roll-outs of 

TETRA-based technology at airports around the world, 

including the huge BH Airport in Brazil, as well as Liberty 

International in Newark, New Jersey. With equipment 

provided by Motorola Solutions in the case of the former 

and PowerTrunk for the USA site, both projects prove the 

enduring appeal of narrowband in a mission-critical context. 

Speaking of BH Airport’s decision to furnish its ground 

crews with Motorola Solutions’ Dimetra product, the vendor’s 

sales manager for direct sales in Brazil, Alcedir Goulart, says: 

“The airport wanted to replace its previous analogue radio 

system with something which, essentially, provides them with 

access to talk groups for those working in critical operations. 

The idea behind this was to bring together functions such as 

security, baggage handling and so on.”

The roll-out so far has involved the provision of around 

In the air, on the ground

Philip Mason surveys some of the digital communications technologies that are 

transforming critical operations at airports

Digital 

communications 

have made a huge 

impact on how 

airports conduct 

their business 

Airports
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200 terminals, linked into the system’s centralised ‘zone 

controller’, which tracks the use of radio resources across the 

facility. The airport dispatch centre is currently managing 

roughly 23,000 push-to-talk calls a day. 

According to Goulart, the system has been a particularly 

good fit because of the ease with which it allows talk groups 

to be convened and disbanded, something which occurs on 

a flight-by-flight basis across numerous teams. As well as the 

system’s talk functions, the facility is also using features such 

as the ability to track the position of users via the radios. 

Goulart indicates that in the future, BH Airport may desire 

to integrate the company’s PTT over broadband technology 

into its operations. If so, he says, this will allow the airport 

to link up all its digital communication devices, as well as 

enabling functionality such as push-to-talk using smart 

devices. He is unable to identify when this might occur.

Back in the USA

Another airport that has recently made the jump to TETRA 

is Liberty International (EWR) in Newark, with the system in 

that case being provided by PowerTrunk. Installed in a project 

led by Rockwell Collins, the New Jersey site is the fourth in a 

series of airport roll-outs orchestrated by the two companies 

across the United States, taking place over the past five years.

Offering some background on PowerTrunk’s relationship 

with Rockwell Collins, the former’s VP, sales project 

management and market development, Keith Ammons, says: 

“We signed the agreement to put the system in at LAX in late 

2013, shortly after we introduced TETRA to North America, 

via the New Jersey transit system. That was followed by an 

agreement to roll out at JFK, and then San Francisco. The 

most recent project is Newark.”

As with the Motorola deployment in Brazil, EWR’s 

TETRA network is employed for mission-critical airline 

and aviation ground-based services. This includes the likes 

of airline ramp-area personnel, passenger services, ground 

handlers, terminal security teams and so on. PowerTrunk’s 

technology is likewise replacing the airport’s legacy solution, 

which in the case of Newark consisted of an iDEN system 

that was reaching the end of its lifespan.  

On how the radios are incorporated into airport operations 

in New Jersey, Ammons says: “The process of turning a 

plane around [getting it ready for take-off] revolves around 

the supervisor who’s positioned at the gate, co-ordinating 

numerous different services and people connected to a 

particular aircraft. They interact with one set of people for one 

flight, and a completely different set for the next. 

“The talk groups on the Sepura devices we supplied are 

formed at the dispatch position. Then, once the plane takes 

off, the group is torn down and the next one initiated.”

He continues: “One of the big selling points for us is 

the noise-cancellation characteristics of the handhelds. 

Clearly, certain areas of the airport are extremely noisy, with 

maintenance crews, refuelling crews and so on all working 

next to the aircraft with the engines running. All our users 

have been incredibly surprised with the audio clarity and the 

noise reduction we’ve been able to provide.” 

Revealing the context behind the deployment, director of 

radio technology solutions at Rockwell Collins, John Monto, 

says: “We needed a new radio system, ultimately because the 

previous one was being ‘sunsetted’ by its manufacturer, who 

had pulled support for the product. It was the same situation 

across all four airports. 

“While obviously still a major piece of work, the fact that 

we were simply swapping systems made certain things easier. 

For instance, they already had the frequency and the licences 

in place.”
He continues: “In terms of coverage, again we’d already 

performed the requisite surveys for the previous system. 

Regarding interference to the signal, there was nothing that 

you wouldn’t see with any similar radio system, although 

there are always particular RF challenges with airports, such as 

terminal construction.” 

Mitigate any disruption

The recent roll-outs in North and South America show 

just how highly regarded TETRA is when it comes to the 

deployment of mission-critical digital comms. At the same 

time, however, numerous airport management solutions are 

now also being developed which take full advantage of the 

capabilities of LTE, particularly in relation to the use of data. 

A high-profile example of this is the recent implementation 

of a community app and ‘VisionAir’ solution at Gatwick 

Airport, providing crucial up-to-the minute information to 

both staff and passengers.

According to figures published by Airports Council 

International, as of 2016 Gatwick was the second-busiest 

airport in the UK after Heathrow, processing more than 43 

million passengers a year. With that in mind, arguably the 

most pressing issues around workflow and logistics are those 

presented by large volumes of people moving around the 

airport at the same time. 

Discussing how the apps are designed to mitigate these 

concerns, principal consultant at developer AirportLabs, 

Ligiu Uiorean, says: “Essentially, we saw an opportunity 

to develop a real-time communication channel for use by 

airport staff, with the focus on helping them make more 

informed decisions.

“In the aviation sector, an improvement in efficiency of just 

a few per cent can make a massive difference, particularly if 

you’re dealing with millions of passengers a year.

“The airports we’ve worked with so far – Gatwick was our 

first client – have found it incredibly useful, particularly when 

it comes to things like queue reduction. For instance, by using 

the app, Dubai has now reduced its queue time from eight 

minutes to four and a half. That may not seem like much, but 

in an environment where everything needs to run exactly to 

schedule, it’s invaluable.”

He continues: “The app can also be used to mitigate any 

disruption if things go wrong, or there’s a delay. For instance, 

if a specific gate is no longer available, the fact that both staff 

and passengers know instantly makes it much easier to handle 

the movement of hundreds of people at short notice.

“At Gatwick in particular there’s a large number of short-

In Dubai Airport, the app gets used 

five times a day because it can point 

to the nearest prayer-room. I’d like to claim 

that I came up with that, but I didn’t
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death of 118 people.

As well as the life-critical aspect, however, commercial 

aviation is incredibly dependent on digital communications 

to help it run in the most effective and efficient way possible. 

There is, after all, arguably no environment in which time is 

more of the essence than an airport, with larger sites such as 

Hartsfield-Jackson in Atlanta dealing with more than 2,000 

flights in a single day. 

At the same time, the task of getting a plane into the air 

is both hugely complicated and labour-intensive, involving 

any number of different processes taking place around the 

facility. Clearly, while you don’t want the aircraft to crash, you 

crews with Motorola Solutions’ Dimetra product, the vendor’s 

sales manager for direct sales in Brazil, Alcedir Goulart, says: 

“The airport wanted to replace its previous analogue radio 

system with something which, essentially, provides them with 

access to talk groups for those working in critical operations. 

The idea behind this was to bring together functions such as 

security, baggage handling and so on.”

The roll-out so far has involved the provision of around 

noise reduction we’ve been able to provide.” 

Revealing the context behind the deployment, director of 

radio technology solutions at Rockwell Collins, John Monto, 

says: “We needed a new radio system, ultimately because the 

previous one was being ‘sunsetted’ by its manufacturer, who 

“At Gatwick in particular there’s a large number of short-

is both hugely complicated and labour-intensive, involving 

any number of different processes taking place around the 

facility. Clearly, while you don’t want the aircraft to crash, you 
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Safe Cities

Philip Mason explores some of the latest advances being made – both in devices and 

infrastructure – in the realm of IoT for public safetyThe safe city solutions

O
ne of the key buzz 

phrases in wireless 

communications at 

the moment is ‘smart 

cities’, a concept which 

– should the technology achieve its 

anticipated large-scale roll-out – has 

the capacity to transform almost every 

aspect of our lives. 

There are numerous use-cases 

being explored around IoT-enabled 

smart cities, from the deployment 

of sensors to collect and interrogate 

city-centre parking metrics, to the 

use of so-called ‘smart’ street lighting 

to generate efficiencies. One of the 

most compelling, however, is the 

technology’s use in a public safety 

context, aka ‘safe cities’.

As might be imagined, the 

deployment of safe city technology 

is by no means straightforward, 

dependent as it is on buy-in from 

emergency services and civic 

authorities alike, as well as from a 

public who may well object to being 

perpetually monitored in the service 

of ‘predictive policing’. There are 

also numerous issues around data 

protection to consider, something 

With that in mind, both of these 

strands are being brought together 

by major players, including Motorola 

Solutions and Nokia. A recent 

example of this comes from the latter 

company in the shape of its Advanced 

Command Centre, a control room 

solution designed, among other things, 

to aggregate disparate IoT information 

sources, thereby engendering a more 

proactive emergency response.

Describing the product at the time of 

its launch at Critical Communications 

World 2018 in Berlin, Nokia promised 

“360-degree situational awareness 

through video and IoT”, as well as 

“enhanced multi-agency co-operation 

through virtual (ie, as a service) 

emergency response centres”. 

This is elaborated further by 

Alexander van Overveld, head of 

public safety practice at the company’s 

Global Service Business Group: 

“There are two core components to 

the Advanced Command Centre, 

integrated with each other within 

the solution. These are the incident 

resource management system (IRMS), 

coupled with the PSIM (physical 

security information management).

which is only going to become more 

complex as the opportunities to collect 

and cross-reference information 

increase with each passing year. 

Naturally the technology also 

needs to be there in the first place, 

in the form of devices, as well as the 

infrastructure itself. This is something 

being attended to at a rapid rate, both 

by companies that are already in the 

public safety space and those that are 

relatively new to the game.

Prevention and response

There are, broadly speaking, two core 

areas when it comes to public safety 

operations. The first of these (in 

terms of visibility, if not chronology) 

is ‘response’, the most intuitive 

example of which would probably be 

firefighters being called out.

At the same time, ‘prevention’ is 

also becoming increasingly important, 

particularly at a time of shrinking 

emergency services budgets across the 

world. This could involve a range of 

activities, from home fire safety checks 

to the establishment of partnerships 

with those involved in the night-time 

economy to curb alcohol-related crime.
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“Regarding the PSIM in particular, 

we’ve incorporated Nokia’s Integrated 

Operations Centre, which can take 

video analytics, sensor databases and 

so on and make that information 

actionable. The aim ultimately is to 

enable public safety organisations to 

become smarter when it comes to the 

deployment of resources, something 

which, going forward, will increasingly 

take place prior to the 911 call even 

being made.”

He expands on this by describing 

the variety of different data sources 

that are likely to become available 

when smart city technology becomes 

the rule rather than the exception. 

These include the expected video 

analytics and information sensors, but 

also metadata harvested from telcos, 

which the system can subsequently 

analyse in order to detect ‘anomalies’.

“If we take the example of the 

non-personalised data provided by 

the telecommunications companies, 

that’s to do with understanding what’s 

happening in a particular location in 

terms of crowd density, movement 

and so on,” he says. “It’s essentially a 

very common-sense way of getting the 

inside track on changes of behaviour 

in a particular location, which may 

indicate an incident, or even anticipate 

it in advance.”

Describing the use of more 

traditional smart city data sources, he 

says: “Something like real-time video 

feeds can – clearly – be used to identify 

visual anomalies, for instance if a road 

is congested at a time when it’s usually 

clear. From there we can check what’s 

happening, again cross-referencing 

with other sources of information, and 

possibly raise an alert.”

He continues: “In terms of sensors, 

they could be used to detect changes 

in environmental conditions, such 

as the release of smoke or a chemical 

substance into the air. This could in 

turn indicate a fire, or another type of 

incident, which again would enable 

first-responder organisations to be 

more proactive when it comes to the 

mobilisation of resources.

“Something is defined as an 

‘event’ according to specific values 

or thresholds monitored within the 

system. Going back to the example 

of a potentially serious fire, you 

define the threshold according to 

the number of ‘particles per million’ 

in the air. If the smoke exceeds a 

particular PPM, you launch a higher-

level emergency alert.”

The ability of smart 

city systems to 

detect fires might 

lead to the more 

efficient dispatch 

of firefighter 

resources

The aim ultimately 

is to enable public 

safety organisations to 

become smarter when it 

comes to the deployment 

of resources

Bristol is Open has been made 

possible due to the city being in the 

highly unusual position of owning 

its own ducting, purchased when TV 

company Rediffusion stopped trading 

at the end of the 1980s. This ducting 

has subsequently been flooded with 

fibre ring – following a £5.3m grant 

from the UK government – enabling 

the current simultaneous provision 

of Wi-Fi, massive MIMO, LTE 2, 3 

and 4, as well as a street lamp mesh 

network.
According to Bristol is Open MD 

Julie Snell, so far this infrastructure has 

been used primarily for examination of 

the technology itself, as with the recent 

5G tests carried out by University of 

Bristol engineers at the beginning of 

2017. The ambition now, however, 

is to look very practically at how 

it can be used to improve people’s 

lives, particularly in relation to the 

prevention of serious public health and 

safety issues.

“We’ve got to a three-year point 

where essentially we’re now testing 

according to a variety of end-to-end 

use-cases, taking the R&D platform 

and using it for social good,” Snell 

says. “We start with a clear intention, 

looking at quality of someone’s life 

in a particular area and how it can be 

improved through the use of the data.”

An example of this given by Snell 

is work currently being carried out 

in the realm of health and wellbeing, 

looking specifically at how the social 

care system can be more proactive 

when it comes to looking after 

vulnerable people. This concept can 

also be extended to monitoring by the 

emergency services in relation to fire 

safety, home security and so on.

Speaking of this in relation to the 

elderly population in particular, she 

says: “There’s been a massive increase 

in people over 85, most of whom live 

on their own in isolation. One of the 

exercises we’re looking at is to monitor 

the health of those people, deploying 

unobtrusive sensors around where 

they live to build up a sense of their 

normal routine.

“The objective fundamentally is 

to spot anomalies in their behaviour, 

after which their neighbour could 

potentially get a text message or a 

phone call asking them to drop by and 

say hello. These homes often have no 

broadband access, so the questions 

we’re asking now are whether we can 

use low-powered, Sigfox-type networks 

to get the data into the community 

According to van Overveld, the data 

provided by sensors or video analytics 

can also be used to feed back into 

other aspects of the pre-existing smart 

city ecosystem. A particularly elegant 

example of this is the brightening 

of street lights in response to what’s 

happening on the ground, such as a 

road traffic collision taking place on a 

minor road in the middle of the night. 

Pre-eminent test bed

As indicated above, the use of digital 

comms to gather and cross-reference 

mission-critical information has the 

potential to revolutionise emergency 

services’ incident response. The 

safe city concept extends further 

than simply pre-empting frontline 

incidents, however, with IoT 

technology also having the potential 

to add a predictive element to the 

broader public wellbeing piece. 

This is something which is already 

being widely discussed across the 

public health and social care sector, 

with wireless solutions now appearing 

for the monitoring of everything 

from sleep apnoea to the location 

of people with dementia. There is 

also movement at the level of local 

government, as in Bristol in the UK, 

a city that also just happens to be the 

site of a pre-eminent British smart city 

test bed in the form of Bristol is Open.
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to generate efficiencies. One of the 

most compelling, however, is the 

technology’s use in a public safety 

context, aka ‘safe cities’.

As might be imagined, the 

deployment of safe city technology 

is by no means straightforward, 

dependent as it is on buy-in from 

emergency services and civic 

authorities alike, as well as from a 

public who may well object to being 

perpetually monitored in the service 

of ‘predictive policing’. There are 

Alexander van Overveld, head of 

public safety practice at the company’s 

Global Service Business Group: 

“There are two core components to 

the Advanced Command Centre, 

integrated with each other within 

the solution. These are the incident 

resource management system (IRMS), 

coupled with the PSIM (physical 

security information management).

terms of visibility, if not chronology) 

is ‘response’, the most intuitive 

example of which would probably be 

firefighters being called out.

At the same time, ‘prevention’ is 

also becoming increasingly important, 

particularly at a time of shrinking 

emergency services budgets across the 

world. This could involve a range of 

activities, from home fire safety checks 

to the establishment of partnerships 

with those involved in the night-time 

economy to curb alcohol-related crime.
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system. Going back to the example 

of a potentially serious fire, you 

define the threshold according to 

the number of ‘particles per million’ 

in the air. If the smoke exceeds a 

particular PPM, you launch a higher-

level emergency alert.”
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public who may well object to being 

perpetually monitored in the service 

of ‘predictive policing’. There are 

also numerous issues around data 

protection to consider, something 

to the establishment of partnerships 

with those involved in the night-time 

economy to curb alcohol-related crime.
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Public safety organisations rely 

on direct mode operations, 

but for those countries looking 

to migrate their emergency 

services over to broadband 

communications, the LTE ProSe 

equivalent is causing a headache, 

as James Atkinson reports

Not ProSe 
perfect

O
ne of the key attributes 

of land mobile radio 

systems is their ability 

to provide off -network, 

device-to-device services, 

generally known as direct mode 

operation (DMO) communications.

DMO enables radios within range 

of each other to communicate directly, 

either inside or outside of main network 

coverage to support both individual and 

group calling. DMO can also be used 

to extend communications to radios 

outside network coverage area via a 

relay device, such as a vehicle-mounted 

radio with gateway functionality 

connected to the main network.

Relays allow communications to be 

maintained when some users are within 

network coverage and others are not, 

and when all users are out of network 

range. Th is is similar to LTE, UMTS 

and GSM repeaters. 

Most importantly, DMO enables 

mission-critical communications users 

to maintain contact when the network 

is overloaded or fails completely.

“Most emergency services use DMO 

today,” says Jeppe Jepsen, director 

of international business relations at 

Motorola Solutions. “It is the ultimate 

assurance that you will be able to 

connect to people around you.”

In the UK, the operational fi re teams 

switch to DMO on the fi reground 

using analogue or DMR radios on six 

feature and is not necessarily tied to 

direct communication. In ‘network 

assisted discovery’, a ProSe-enabled 

device uses the LTE network to 

‘discover’ other nearby enabled devices. 

Th e device has to contact the 

network ProSe function to get service 

authorisation, provisioning and the 

required radio and security parameters. 

Once devices have discovered each 

other, they can then establish a direct 

radio link, referred to by 3GPP as the 

‘sidelink’, and communicate. 

Th e ‘direct communication with 

ProSe’ mode is aimed at public safety 

users as it bypasses both the local LTE 

cell site and the network to enable 

devices to automatically establish D2D 

communications. Alternatively, the user 

can manually set the device to use direct 

discovery and direct communication 

even when LTE coverage is available. 

Another variation is ‘locally routed 

communication with ProSe’, also 

known as indirect network connection 

mode. Th is uses the local LTE cell 

‘Direct communication 

with ProSe’ bypasses 

the local LTE cell site and the 

network to enable devices to 

automatically establish 

D2D communications

Fire Service UHF channels, rather than 

the national Airwave TETRA network. 

UK ambulance services also use DMO 

on a regular basis. 

“Crews routinely switch their hand-

portable devices to DMO on arrival 

at an incident scene,” says Tony Gray, 

chief executive of TCCA. “In addition, 

some specialist units use DMO as 

a basis for establishing off -network 

communications in a confi ned area.” 

Proximity Services

When 3GPP, the cellular standards 

body, was asked to introduce mission-

critical (MC) functionality to the 4G 

LTE standard, it addressed DMO 

by creating what it refers to as 

Proximity Services (ProSe). Th e ProSe 

specifi cations, which largely replicate 

the narrowband voice and messaging 

capabilities of two-way radio, were 

defi ned in LTE Releases 12 and 13, 

grouped under ‘direct discovery’ and 

‘direct communications’. 

Francois Piroard, senior expert 

for standardisation, Secure Land 

Communications at Airbus, observes: 

“Th ere are two fl avours of ProSe: 

one for commercial use where D2D 

services are fully under the control of 

the network operator; and another for 

public safety where D2D can be used 

automatically without network coverage 

or control.”

Direct discovery is a standalone 
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site to establish the ProSe connection 

between devices without being routed 

via the main network. In LTE Release 

13, 3GPP added unicast and groupcast 

direct communications and ‘device to 

network relay ProSe’. This enables an 

out-of-coverage device to connect to 

the network via an in-coverage device. 

So far, so good. However, ProSe 

as it stands has not taken off for 

either public safety or consumer 

applications. The first stumbling block 

as far as public safety organisations are 

concerned is the coverage range.

“As was highlighted in a TCCA 

report [2016’s TETRA Direct Mode 

and LTE Proximity (ProSe) services 

compared] commissioned by P3 

Group, there are fundamentally two 

key areas of difference between DMO 

and ProSe, ie, the frequencies used 

by, and the transmitted power of, the 

devices,” says Gray.

“For example, TETRA DMO 

radios typically operate in frequency 

bands from 350-470MHz, while the 

bands assigned for LTE ProSe devices 

are usually at least twice those, and 

often several orders higher. TETRA 

hand portables are specified for 1Watt 

transmitted power [or more], while 

LTE devices are constrained to a 

maximum of 200mWatt.”

The TCCA report cited the LTR 

direct discovery trial from September 

2014 involving Deutsche Telekom, 

While many police 

forces are using  

LTE handsets in 

conjunction with 

their PMR radios, 

the ProSe/DMO 

issue will need 

to be resolved if 

smartphones are to 

be used as the sole  

means of critical 

communication

Huawei and Qualcomm, which found 

that: “The discovery ranges observed are 

550m in a rural area, 350m in an urban 

area with line of sight, and 170m in an 

urban area with non-line of sight.” 

Airbus’s Piroard adds: “We now have 

a transport layer that can support D2D, 

but the range is still very limited even 

with higher-power devices. They are 

far from fulfilling the expectations of 

public safety organisations.”

“ProSe is probably the most 

challenging output from 3GPP in 

terms of meeting the needs of first-

responders,” agrees Jepsen. “If the 

standards were implemented in their 

current form, they would not satisfy the 

longer-range use-cases.”

Chipsets

The other major problem with ProSe is 

the lack of chipsets. 3GPP envisioned 

that ProSe could be used for a range 

of commercial services that rely on 

proximity, such as advertising, social 

networking, gaming, relaying traffic 

for wearable devices and for Vehicle-

to-Everything (V2X) connectivity. 

The idea was that these services would 

create mass-market demand to persuade 

chipset vendors to invest in ProSe.

However, the anecdotal evidence is 

that among the major chipset vendors, 

only Samsung has adopted ProSe. Ken 

Rehbehn, founder and principal analyst 

at CritComm Insights, says: “Silicon 

vendors have not incorporated ProSe 

into modems, so modules and handsets 

have no access to the capability. I’m 

sure Qualcomm and the other vendors 

evaluate ProSe in terms of the wider 

market. It adds capabilities to the 

modem, but also more complexity, and 

that means cost.

“So, what is the motivation for 

the silicon supplier to make that 

investment? The possibility is that 

the commercial sector will never be 

interested in ProSe capabilities.”

Jepsen thinks that any further 

development of the ProSe standard will 

need to be driven by other use-cases to 

bring the demand up to a level where 

chip vendors see a business case. “It’s 

possible that some of the 5G work for 

low-power, long-range communications 

might become a basis for development 

of ProSe in the future,” he says.

It may be that the automotive 

industry will provide the business case. 

3GPP is addressing D2D applications 

in relation to V2X in Release 15, where 

it identified 25 use-cases for advanced 

V2X services grouped under four 

categories based on 4G LTE D2D 

specifications: Vehicle Platooning; 

Extended Sensors; Advanced Driving; 

and Remote Driving. 

These V2X enhancements may not 

do much to address the range issue. 

After all, the thrust of 3GPP’s work 

is to support intelligent transport 

systems for safety and efficiency on 

roads. The V2X specifications are aimed 

at supporting applications between 

vehicles and between vehicles and road-

side units in relatively close proximity 

to each other (mostly under 500m). 

However, at the 3GPP meeting 

in California in June, a decision was 

made to add a study item to Release 

16 to identify technical solutions for a 

5G New Radio (NR) D2D sidelink, 

designed to meet the requirements of 

advanced V2X services. This includes 

support for sidelink unicast, groupcast 

and broadcast of D2D broadband video 

and media data streams where mission-

critical levels of ultra-low latency and 

high reliability are required.

Erik Guttman, chairman of 3GPP 

TSG-SA (Technical Specification 

Group – Service & System Aspects), 

points out that although 3GPP’s focus 

is on V2X at this moment, there could 

be benefits for public safety to follow 

with NR D2D. “First, the market is 

potentially much larger, which could 

lead to greater economy of scale for 

equipment,” he says.

“Second, the range and mobility 

requirements are much stricter and 

clearer than LTE D2D. Third, NR 

D2D will continue to evolve with the 

needs of a demanding market. 5G NR 

D2D may prove important for public 

safety and work has already begun 

within the Release 16 timeframe [due 
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“Hytera has been 
working with Critical 
Communications Today 
Today since its inception to 
market our innovative PMR 
portfolio. It brings great 
value to the manufacturer, 
as well as to the readers, 
who can get updated about 
the latest happening, trends 
and stories. We appreciate 
the great value its team 
brings to the industry.”

Dylan Liu, 
Marketing manager, Hytera
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North AmericaSponsored by a Hytera company

I
n what has become an annual event at IWCE – this 
year held in Orlando – a group of leading critical 
communications professionals gathered to discuss the 
progression of the market in North America.

Chaired by TCCA chief executive Tony Gray, and 
sponsored by PowerTrunk, the participants in this 2018 
Critical Communications Today roundtable were:
• Rockwell Collins director John Monto and business 

development manager Richard Davis. Rockwell Collins 
has recently completed two more US airport conversions 
to TETRA – John F. Kennedy and Newark Liberty, 
adding to the completed projects at Los Angeles and 
San Francisco.

• Dean Ginn, owner of Dean’s Commercial Two Way. 
Ginn implemented an 11-site TETRA system for Diverse 
Power, and now has 51 sites serving three co-ops in the 
state of Georgia – Diverse Power, Cobb EMC and Flint 
Energy – with another entity due to join shortly.

• Neil Horden, chief consultant of Federal Engineering. 
Horden is a consultant on public safety and critical 
communications, land mobile radio, wireless, optical 
networking, and moving into dispatch with Next 
Generation 911.

• Stephen Macke, principal consultant at Advent C3. 
Macke specialises in critical communications, land mobile 
radio, optical, microwave and call centres.

• Keith Ammons, VP market development at PowerTrunk. 
In North America, PowerTrunk is completing the roll-
out of a TETRA network for New Jersey Transit, and 
beginning to deliver equipment for the New York City 
Transit project. PowerTrunk supports Rockwell Collins’ 
aviation projects and Dean Ginn’s network in Georgia, 
and is also working in Canada delivering TETRA 
networks in the mining and transport sectors.
Gray kicked off the roundtable by asking the participants 

for their views on how FirstNet will affect the LMR market 
and how the appeal of two-way radio systems will change 
once MCPTT has become a proven technology.

Federal Engineering’s Horden said the impression he was 
left with after attending the IWCE session on LMR/LTE 
coexistence is that there will be a slow transition from LMR 
to LTE. “Like most technology shifts, everyone is ready 
for and [expects] some sort of quick cutover.” However, he 
said the reality is that new technologies supplant their older 

Voice is king in a critical 
communications event – I don’t 

think you’re ever going to get rid of that.
[Dedicated voice networks] will 
be here for a very, very long time

The long road ahead
This year’s roundtable at IWCE focused on how the US LMR market will adapt once 
FirstNet and mission-critical LTE mature and are adopted by many organisations
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counterparts at such a slow rate that nobody can believe it, 
and “the old technology never completely goes away”.

Horden added that public safety organisations are 
very risk-averse and try to hold their capital in reserve; 
these combine to extend the working life of equipment 
beyond initial expectations. “If you buy a system with a 
15-year lifespan, and somewhere around the 15th year 
start replacing it, in reality it has a 20-year lifespan.” 
He also noted that there are systems that have just been 
implemented using traditional LMR technologies, 
while there are others “in the planning cycle and being 
implemented, and that progression really has not slowed 
down much. So that means [that] what the outside world 
might think is going to be a three- to five-year switch is 
probably a seven- [to] 20-year switch.” 

Macke said “voice is king in a critical communications 
event – I don’t think you’re ever going to get rid of that”, 
and thought that the need to have dedicated voice networks 
“will be here for a very, very long time”. 

Rockwell Collins’ Monto agreed that “traditional voice 
isn’t going to go away any time soon” and added that 
the timeframe for FirstNet’s deployment and the shift to 
MCPTT in 2020-2025 will cover a few generations of 
technology, “so it’s going to be very interesting to see where 
it all goes”, but he still expected traditional technologies, 
such as TETRA, DMR or P25, to be present. 

Turning briefly to hybrid handsets, Macke said they 
“are going to be problematic. I don’t believe they will have 
the battery life or give the end-users that great service.” 
Moving onto the adoption of MCPTT in the US, he said: 
“As cities start using the LTE network, they are going to 
start demanding other issues or other applications that are 
going to be mission critical that will drive MCPTT down 
the priority list, because they are all going to come to the 
realisation that voice belongs in an LMR environment.”

Horden noted the increased interest in bringing public 
features from the LMR world into 3GPP. “When public 
safety was trying to push things into the standard they were 
two people in a room of 1,000, of which the majority were 
global carriers who had all the voice. Now at last one of the 
major global carriers has a financial vested interest in having 
this be successful.” 

Ginn highlighted the lack of knowledge about the 
coverage, capacity and cost of public safety LTE and 
questioned when FirstNet will truly be implemented in the 
rural parts of the US, adding: “When we can actually see it 
and talk on it, then that’s going to open it up.”

Moving onto resilience, Macke said without significant 
hardening, public networks are “not going to meet public 
safety standards”. 

“I don’t think that AT&T is going to be up for doing 
that. It is not going to put a generator at each [site]. Maybe 
it will put [in] more robust battery back-up, but that’s 
not much.”

Covering rural 
areas of the US 

with mission-
critical LTE will 
be challenging  
and there will 
be a need for 

an equivalent to 
LMR’s back-to-

back mode  

TCCA’s Gray summarised much of the comments made 
so far: “The LMR industry is not feeling too threatened 
right now. There’s plenty of life left in it yet.”

Rockwell Collins’ Davis highlighted Motorola Solutions’ 
decision to buy Kodiak – the PTT over Cellular provider 
for AT&T – as a sign that the company is planning for the 
transition to MCPTT. 

What about back-to-back?
The next couple of questions focused on the issue of back-
to-back operation, given that LTE and the FirstNet service 
don’t currently have this capability, and there is no apparent 
possibility of this, at least in the short term. What then will 
be the back-to-back solution in the FirstNet environment? 
Will people accept it if they can’t have back-to-back?

Federal Engineering’s Horden noted the use of back-to-
back mode in the fire service, and added that the second-
strongest use-case in a public safety context is “in very rural 
areas where two officers in the field are far away from the 
infrastructure”. 

Macke highlighted the low power of LTE handsets 
compared with their LMR counterparts and said that 
because of this and the resulting poor in-building 
penetration, pushing the handling of calls to the network 
edge, thereby allowing a single cell site to co-ordinate a call 
between two handsets without going back to the network 
core, would probably be a better option than direct device-
to-device communication. He added that it is incumbent 
on cellular infrastructure manufacturers to push this 
functionality to the edge. “If you do that, you please a lot 
of people really fast because you don’t have to do much to 
configure it that way.”

Monto questioned how much influence end-users have 
in defining standards – “it’s going to be manufacturer- and 
industry-driven. The firefighter in the street, the police 
officer… how will they react? Will they love it or hate it?”

Come hell or high water
Given that Verizon is and will be competing with AT&T/
FirstNet for public safety users, the panel then discussed 

We’ve seen organisations in the  
past change carriers for a few 

dollars, so we know that city managers 
will do that. A few dollars less per 
device will have an impact 
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The wave of innovation in technology for public safety is crashing against long-established laws and regulations, as Simon Creasey discovers

Innovation vs 
legislation

T
he critical communications 
industry has never had it 
so tough. New technology 
is being introduced at a 
rapid rate that on the one hand makes it easier for public safety organisations to communicate securely and effi  ciently, but on the other hand presents a host of regulatory hurdles – hurdles that need to be addressed if public safety organisations are to get the full value from any move to broadband-based voice and data communications for mission-critical use.

So are national and international laws managing to keep up with the pace of these technological changes, and what are the main regulatory hurdles that need to be overcome by industry?
Th e short answer to the fi rst half of that question is a resounding “no”. Governments are struggling to introduce and update laws to make sure they are in tune with technological advances and how organisations use this technology.   “Many laws in this country [the UK] are well over 100-plus years old and some are common laws that were never put on the statute book,” says Ian Th ompson, BAPCO’s CEO. 

“Today we’re talking about 
technology moving at such a pace that it is hard for us in the industry to even 

Legal hurdles 
have to be 

surmounted to 
get full value from 
new, LTE-based, 

technology 

globally – are trying to provide better services in better and smarter ways, so that type of obstacle has to be tackled in the future.”

Vexing video
Another potentially problematic regulatory area identifi ed by many critical communication experts is the use of body-worn cameras. It’s still a fairly nascent technology and, according to those in the industry, it’s a good example of an area where laws are failing to keep pace with technological changes.
“In Europe, several countries do not allow police to use video recordings from body-worn cameras,” says Jeppe Jepsen, director of international business relations at Motorola 

Solutions. “[In some countries] when you video a public area, you need to put up a warning sign saying it [fi lming] is happening. Th e laws are not catching up and when police are 

Many laws in this country [the UK] are well over 100-plus years old and some were never put in the statute book. The pace of technology is moving so fast it’s hard for legislation to keep up

keep up, so legislation has no chance of doing so.”
Part of the issue is that to date globally there has been little joined-up thinking in terms of the way that laws are implemented at national government level. 

“Even in the European Union where the majority of fundamental laws are common for EU member states, interpretations may vary quite signifi cantly from one member state to another,” says Tero Pesonen, chairman of TCCA’s Critical Communications Broadband Group (CCBG). “Some things which are not a problem whatsoever in one member state might be banned in another. In the long term, that presents an interesting dilemma if public safety organisations are supposed to co-operate across borders and help each other out.”
Th is creates a raft of diff erent issues for product providers and users, according to Jarmo Vinkvist, CEO of Suomen Virveverkko Oy. “In our network in Finland we are using a lot of short data messages – text messages – for example, to send location information from users to a command centre,” says Vinkvist. “In some other countries this location information is forbidden by law and it is causing a lot of problems in terms of creating a clear picture of where resources are in the fi eld. We – public safety operators 
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starting to use body-worn video there are lots of questions that policies need to address.” 
He says policies must cover a number of different areas, such as when to turn the camera on and when to turn it off. There are also questions around when to upload the information recorded, at what quality it should be uploaded, who can delete material – can an officer in the field delete video or not? – and where the material should be stored. In addition, this policy needs to be framed so that it takes into account any European Union or global regulations as well as national laws. 

Even if there are no legal or 
regulatory issues, a number of 
problems can arise, according to BAPCO’s Thompson.  

“You don’t get data sharing between [UK] police forces because they buy different bits of technology and they don’t think about interoperability, and standards can be different,” he explains. “You can have body-worn video systems being used in two neighbouring forces that aren’t compatible with each other even though they [the respective police forces] may work across the border on a regular basis, or they may supply firearms units or police support units to each other. So they might gather evidence on a device that can’t be 

Another potentially 
problematic 

regulatory area is 
the use of body-

worn video

read by the force they are supporting and as a result they have to go back to their own force, download it and change it to a format that can be read.”

Some users are more 
important than others
Another potentially problematic area in terms of a conflict of interest between the demands of public safety organisations and legislation that Jepsen identifies is net neutrality. 

“Net neutrality says you have to treat all data equally, but public safety data is more [important than that used by consumers]. I know at least one country that wanted to prioritise police data over commercial networks, and those involved in net neutrality in that country said they could not do that,” he explains. 
It is an issue that Pesonen has also encountered in Europe. He says that from a consumer perspective it is a good directive, as its aim is to ensure and guarantee that each EU citizen has decent access to internet resources.“However, the challenge is that this particular directive is being interpreted in different member states in different ways,” says Pesonen. “Some member states have taken the approach that the public safety PPDR isn’t included in the net neutrality directive so PPDR communication sits outside and can be prioritised [as in the UK]. However, in some other countries, no interpretation has been provided so far, so the situation is unclear; and in some countries the indication is that YouTube traffic from teenagers, for example, and lifesaving video from PPDR are both considered to be video services and the priority needs to be 

the same, which is pretty much a disaster for PPDR organisations and makes it very difficult for them to rely on commercial networks. So we need to get some clarity on this.”
Net neutrality isn’t just an issue in Europe, of course – it’s also something the US is grappling to get to grips with at the moment. BAPCO says it is one of a number of different areas where laws appear to be evolving and governments are testing the boundaries to see what’s possible. Another example of this evolving legislative situation cited by 

Thompson is cloud storage. He says a lot of UK police forces were initially against the idea of using cloud storage, although that attitude has thawed slightly despite developments in the US, which has seen the government try to access servers that are located within its jurisdiction.
“It’s been a long time coming, but Amazon and Microsoft are starting to build clouds and server farms in this country to get around that legislation, so they can argue that it [information] doesn’t leave these shores,” says Thompson.

He adds that there is a whole host of other potential legal issues surrounding the use of technology and the ability of critical communications organisations to access information created by and stored on these devices – and that situation is only going to be further muddied in the future thanks to the many different devices being rapidly rolled out in the field. 

The next wave of regulationsBased on feedback from experts in critical communications it is clear that much work needs to be done to address some of these lingering issues, especially as there are already several pieces of new legislation about to be introduced to EU member states that will have potential repercussions for the sector. 
“From an EU standpoint there have been several EU directives developed over the past few years,” says Christophe Calvez, head of security for secure communication at Airbus. “The first one was GDPR [General Data Protection Regulation – which comes into force in May] and we have been taking it into account when designing products. We have also been discussing [it] with our customers to provide them with some support when there are privacy issues.”
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read by the force they are supporting and as a result they have to go back to their own force, download it and change it to a format that can be read.”

Some users are more Some users are more 
important than othersimportant than others
Another potentially problematic 

the same, which is pretty much a disaster for PPDR organisations and makes it very difficult for them to rely on commercial networks. So we need to get some clarity on this.”
Net neutrality isn’t just an issue in Europe, of course – it’s also something 

the same, which is pretty much a 
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A
lready a market leader in public safety communications, Sepura is continuing to develop innovative feature enhancements to benefit critical communication users. This is being recognised by a number of our largest customers, with recent approvals for the next-generation SC2 series terminals from major European organisations. Sepura’s SC21 hand-portable terminal recently received approval for use on the UK Airwave network, while both the SC21 and SC20 have now received approval from the German BD-BOS public safety digital radio network, ensuring both models and their current software versions are now approved for critical communications use.

Sepura’s SC2 series of hand-portable radios has been specifically designed with the public safety end user in mind. These next generation, smart TETRA radios continue to deliver best-in-class RF performance, offer extensive usability features and are engineered to provide exceptional audio quality in all environments. In addition, Sepura’s unique Water Porting technology ensures that clear communications are maintained even in the most challenging conditions of wet or dust filled environments. The new generation of handsets also ensures support planning for future use cases, with Wi-Fi and Bluetooth functionality to enable connectivity with body-worn or other ancillary devices.

AppSPACE – smart addition of applications to radio fleets
Sepura introduces AppSPACE, a game-changing applications delivery environment for the critical communications sector. AppSPACE is a new feature in the latest generation Sepura radios including the SC20, SC21 and HTT-500-2 hand-portables, and the MDT-500-2 mobile terminal. This new delivery environment provides a more efficient approach to providing customer-specific applications and enables the delivery of customised applications to radios without any need to change or upgrade firmware. Applications are deployed using Sepura’s Radio Manager 

fleet management tool, ensuring that the process is simple, and completed in a cost- and time-effective manner.AppSPACE allows rapid deployment of solutions offering functionality that is custom designed to suit a customer’s particular needs. These primarily take the form of application-based tools which automate manual processes and common critical tasks, ensuring that certain situation-based operations on the radio are enforced. Examples include radio location and geo-fencing, user 

Leading the way in public safety communications
Sepura has dramatically improved the versatility of its TETRA terminals with its AppSPACE application delivery system. It makes deploying customer-specific applications straightfoward, while protecting device performance and security

The new generation of handsets supports planning for future use cases, with Wi-Fi and Bluetooth enabling connectivity with body-worn or other ancillary devices

AppSPACE 
allows fleet 

managers to add 
task-specific 

applications to 
devices after 

they have been 
deployed in the 

field, without the 
need for firmware 

updates in the 
radio
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health monitoring or automatic switching to emergency talk groups.
A key feature of AppSPACE is its ability to support multiple applications running concurrently – either as background tasks or those which involve direct interaction with fl eet radio users. Alerts and notifi cations can be used to ensure that both user and control room are fully aware of critical information.

Th rough applications that enhance connectivity options, AppSPACE provides the capability to integrate the radio with peripherals including heart rate or oxygen level monitors, intelligent gun holsters and body cameras. It can also be used in conjunction with proximity-based applications and indoor location tracking. AppSPACE is designed to ensure that critical TETRA radio communication activities are never compromised by any applications added to the radio, ensuring that mission critical performance and security is always maintained.Join Sepura on Stand B40 at Critical Communications World to see the following new application deployments in action:

Biometric monitoring
In conjunction with an application within the radio, Bluetooth enabled biometric devices such as heart rate monitors can be connected to the radio terminal. Th e application reads the data from the attached device and displays it on the radio screen while also sharing the data with the control centre. Alerts can also be confi gured for a pre-set minimum & maximum heart rate to alert either control or the radio user if these pre-set standards are exceeded. Th is can be particularly important in keeping workers safe and ensuring swift responses to any individuals requiring medical attention.

Proximity
Proximity applications can sound alerts should devices become separated from the user. Th ese tags may be attached to critical objects such as guns, smartphones or vehicle keys and can trigger alerts to the user if they are more than a pre-set distance from the object. A critical example would be a situation in which a gun is unholstered or separated from its owner. In this scenario, the radio alerts the user that they have lost proximity with the critical object. 

Indoor location 
Indoor Location enables accurate tracking and resource management in indoor environments. Th e application scans for Bluetooth beacons and reports the closest beacon found. Th is functionality can help both the user in locating themselves and also enables a control room to track a user’s whereabouts and movements whilst indoors and out of GPS coverage. Th e location information is sent to a backend server, which enables it to be processed and displayed on a map. Th is tracking facility can enable eff ective monitoring of workers both for safety and for improving effi  ciencies. Speak to the team at Critical Communications World to view these applications in action or email sales@sepura.com to fi nd out how AppSPACE can enhance your fl eet functionality.   

AppSPACE is designed to ensure that critical TETRA radio communication activities are never compromised by any applications added to the radio
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A
customers, with recent approvals for the next-generation SC2 series terminals from major European organisations. Sepura’s SC21 hand-portable terminal recently received approval for use on the UK Airwave network, while both the SC21 and SC20 have now received approval from the German BD-BOS public safety digital radio network, ensuring both models and their current software versions are now approved for critical communications use.
Sepura’s SC2 series of hand-portable radios has been specifically designed with the public safety end user in mind. These next generation, smart TETRA radios continue to deliver best-in-class RF performance, offer extensive usability features and are engineered to provide exceptional audio quality in all environments. In addition, Sepura’s unique Water Porting technology ensures that clear communications are maintained even in the most challenging conditions of wet or dust filled environments. The new generation of handsets also ensures support planning for future use cases, with Wi-Fi and Bluetooth functionality to enable connectivity with body-worn or other ancillary devices.

AppSPACE – smart addition of applications to radio fleets
Sepura introduces AppSPACE, a game-changing applications delivery environment for the critical communications sector. AppSPACE is a new feature in the latest generation Sepura radios including the SC20, SC21 and HTT-500-2 hand-portables, and the MDT-500-2 mobile terminal. This new delivery environment provides a more efficient approach to providing customer-specific applications and enables the delivery of customised applications to radios without any need to change or upgrade firmware. Applications are deployed using Sepura’s Radio Manager 

Leading the way in public safety communications
Sepura has dramatically improved the versatility of its TETRA terminals with its AppSPACE application delivery system. It makes deploying customer-specific applications straightfoward, while protecting device performance and security

The new generation of handsets supports planning for future use cases, with Wi-Fi and Bluetooth enabling connectivity with body-worn or other ancillary devices
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APD Communications is leading the critical communications community through the 
evolution of TETRA, LTE and cloud technologies. Managing director Mike Isherwood 
explains what this means for control rooms around the globe, now and into the future.

WE’RE ON THE
FRONTLINE
OF A TECH
REVOLUTION

Q  What does your company do?

A    Put simply, we create software that helps to save 
lives and protect and preserve society.

In the UK, half of all police forces employ our technology 
and we also serve the transport and aviation sectors.

Internationally, we have an ever-growing presence. 
Cortex, our Integrated Communication Control System 
(ICCS), is used in more than 70 control rooms globally.

Cortex has recently become the first software to be 
officially certified to support a new state-of-the-art 
LTE-based Emergency Services Network (ESN) for 
the UK’s emergency services. It means we’re in pole 
position to support the blue light sector as it undergoes 
a communications revolution. 

The UK is leading the way in the latest technology to 
support mission-critical control room organisations and 
APD is on the crest of that wave. 

Q   What are the challenges created by ESN for 
technology suppliers and control room operators 
and how have you worked to address these? 

A     The real challenge is to focus first and foremost on 
delivering business as usual. We’ve achieved that with 
Cortex, as shown by gaining the official accreditation. 

The transition to ESN will happen on a phased basis over 
the next two years, but you could turn on our system 
today and I guarantee it would work.

We’ve got there first with certification for ESN because 
of simplicity of purpose – a strong focus on delivering 
business as usual. It’s a very simple foundational principle 
based on a recognition that despite technical changes, 

the customer must be able to continue doing their job. 
The technical complexities they leave to us – all they want 
to do is come in every day, do their job and save lives. 

Having achieved business as usual, we’re now working on 
the technologies that will help control rooms to deliver 
advanced features such as video into the control room and 
integration with body-worn cameras. We’re working on the 
next-generation features that ESN and LTE enable. 

The biggest technical challenge is developing software 
against a developing platform, Motorola Solutions’ LTE 
solution, Wave, which is itself developing. That means we 
have had to be incredibly agile and reactive to changes.

We have a dedicated team of engineers who are experts 
in radio over LTE communications. They have been on 
this project from the beginning and they’re developing 
the software every single day. As changes come up, 
they rework and improve solutions and they write new 
features. This is agile, real-time development. We have 
a well-defined plan, but we constantly adapt based on 
feedback from our customers.

Also, Cortex is a software-only solution. Unlike other 
vendors that have a lot of proprietary hardware and 
legacy systems built into their solutions, we’re software-
only and software can be adapted easily. Hardware can’t. 
Suppliers with a mix of software and hardware have their 
flexibility severely constrained.

We started our software-only journey five years ago – 
we deliberately removed hardware from our solution 
because we were moving towards hosted and cloud 
environments. Our solutions are IP-based while others 
are a mix of analogue, digital and a bit of IP. LTE is an  
IP-based network and that is the only way to go.
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Q  How do you expect ESN to change how UK public 
safety control room operators work and how will this 
benefit the general public? 

A    In the short term, ESN is a huge change in the 
communications network which carries significant risk 
for public safety, so APD’s focus has been to minimise 
any change for operational staff and not to present too 
much change at once.

Our approach is not to change how they work, because 
there is huge risk in this for mission-critical organisations 
and a huge risk for the public and society.

In the medium to long term, LTE and ESN will open up a 
whole raft of new applications, delivering richer content 
so that many tasks that are now pushed back into the 
control room can be managed out in the field. There will 
be richer access to data and the ability to share video 
and information instantly. 

Staff both in the field and in the control room will be 
empowered and informed to make better and faster 
decisions, because data will be more readily available. 
There will be less administration and less duplication.

It will benefit the general public through emergency 
services organisations delivering improved service. 

For the police, information will be at officers’ fingertips. 
For example, stop and search need not take half an hour; 
it could be just a few minutes. An officer can check out 
information provided by a person they have stopped 
immediately on their handset. 

This will deliver many benefits: inconvenience to the 
public is reduced; the police are assisted to apprehend 
the right people; society is protected more effectively; 
and community relations are improved.

Q  How have you designed your system to reduce the 
learning curve for operators once ESN comes online?

A    We have deliberately designed our software so it has a 
familiar look and feel and workflow. The design principle 
we’ve used is like keeping your mobile phone, but 
switching mobile phone operator. It looks exactly the same; 
it’s just a different network.  

We have held regular workshops with users of our 
system. We have demonstrated our ESN software on 
a regular basis to users and non-users as it’s being 
developed, to get their feedback.

We’ve had technical workshops, operational workflow 
workshops and training workshops. We’ve also hosted 
ESN webinars where we have demonstrated the software 
and we’ve had client visits to our premises. 

So we’ve had really heavy technical and operational 
involvement from our customers. We’ve talked to the 
techies and to the users in the control room. This user 
engagement has driven us to produce a product that 
meets our customers needs throughout the transition  
and beyond. 

Having achieved business as usual, we’re now working 
on the technologies that will help control rooms to 
deliver advanced features such as video into the 

control room and integration with body-worn cameras. 
We’re working on the next-generation features that 
ESN and LTE enable.
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APD Communications is leading the critical communications community through the 
evolution of TETRA, LTE and cloud technologies. Managing director Mike Isherwood 
explains what this means for control rooms around the globe, now and into the future.

WE’RE ON THE
FRONTLINE
OF A TECH
REVOLUTION

Q What does your company do?

A Put simply, we create software that helps to save 
lives and protect and preserve society.

In the UK, half of all police forces employ our technology 
and we also serve the transport and aviation sectors.

Internationally, we have an ever-growing presence. 
Cortex, our Integrated Communication Control System 
(ICCS), is used in more than 70 control rooms globally.

Cortex has recently become the first software to be 
officially certified to support a new state-of-the-art 
LTE-based Emergency Services Network (ESN) for 
the UK’s emergency services. It means we’re in pole 
position to support the blue light sector as it undergoes 
a communications revolution. 

The UK is leading the way in the latest technology to 
support mission-critical control room organisations and 
APD is on the crest of that wave. 

Q   What are the challenges created by ESN for 
technology suppliers and control room operators 
and how have you worked to address these? 

A The real challenge is to focus first and foremost on 
delivering business as usual. We’ve achieved that with 
Cortex, as shown by gaining the official accreditation. 

The transition to ESN will happen on a phased basis over 
the next two years, but you could turn on our system 
today and I guarantee it would work.

We’ve got there first with certification for ESN because 
of simplicity of purpose – a strong focus on delivering 
business as usual. It’s a very simple foundational principle 
based on a recognition that despite technical changes, 

the customer must be able to continue doing their job. 
The technical complexities they leave to us – all they want 
to do is come in every day, do their job and save lives. 

Having achieved business as usual, we’re now working on 
the technologies that will help control rooms to deliver 
advanced features such as video into the control room and 
integration with body-worn cameras. We’re working on the 
next-generation features that ESN and LTE enable. 

The biggest technical challenge is developing software 
against a developing platform, Motorola Solutions’ LTE 
solution, Wave, which is itself developing. That means we 
have had to be incredibly agile and reactive to changes.

We have a dedicated team of engineers who are experts 
in radio over LTE communications. They have been on 
this project from the beginning and they’re developing 
the software every single day. As changes come up, 
they rework and improve solutions and they write new 
features. This is agile, real-time development. We have 
a well-defined plan, but we constantly adapt based on 
feedback from our customers.

Also, Cortex is a software-only solution. Unlike other 
vendors that have a lot of proprietary hardware and 
legacy systems built into their solutions, we’re software-
only and software can be adapted easily. Hardware can’t. 
Suppliers with a mix of software and hardware have their 
flexibility severely constrained.

We started our software-only journey five years ago – 
we deliberately removed hardware from our solution 
because we were moving towards hosted and cloud 
environments. Our solutions are IP-based while others 
are a mix of analogue, digital and a bit of IP. LTE is an  
IP-based network and that is the only way to go.
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Q How do you expect ESN to change how UK public 
safety control room operators work and how will this 
benefit the general public? 

A In the short term, ESN is a huge change in the 
communications network which carries significant risk 
for public safety, so APD’s focus has been to minimise 
any change for operational staff and not to present too 
much change at once.

Our approach is not to change how they work, because 
there is huge risk in this for mission-critical organisations 
and a huge risk for the public and society.

In the medium to long term, LTE and ESN will open up a 
whole raft of new applications, delivering richer content 
so that many tasks that are now pushed back into the 
control room can be managed out in the field. There will 
be richer access to data and the ability to share video 
and information instantly. 

Staff both in the field and in the control room will be 
empowered and informed to make better and faster 
decisions, because data will be more readily available. 
There will be less administration and less duplication.

It will benefit the general public through emergency 
services organisations delivering improved service. 

For the police, information will be at officers’ fingertips. 
For example, stop and search need not take half an hour; 
it could be just a few minutes. An officer can check out 
information provided by a person they have stopped 
immediately on their handset. 

This will deliver many benefits: inconvenience to the 
public is reduced; the police are assisted to apprehend 
the right people; society is protected more effectively; 
and community relations are improved.

Q How have you designed your system to reduce the 
learning curve for operators once ESN comes online?

A We have deliberately designed our software so it has a 
familiar look and feel and workflow. The design principle 
we’ve used is like keeping your mobile phone, but 
switching mobile phone operator. It looks exactly the same; 
it’s just a different network.  

We have held regular workshops with users of our 
system. We have demonstrated our ESN software on 
a regular basis to users and non-users as it’s being 
developed, to get their feedback.

We’ve had technical workshops, operational workflow 
workshops and training workshops. We’ve also hosted 
ESN webinars where we have demonstrated the software 
and we’ve had client visits to our premises. 

So we’ve had really heavy technical and operational 
involvement from our customers. We’ve talked to the 
techies and to the users in the control room. This user 
engagement has driven us to produce a product that 
meets our customers needs throughout the transition 
and beyond. 

Having achieved business as usual, we’re now working 
on the technologies that will help control rooms to 
deliver advanced features such as video into the 

control room and integration with body-worn cameras. 
We’re working on the next-generation features that 
ESN and LTE enable.
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The best way to the 
new hybrid world

Professionals need reliable communications 

to achieve their mission. They also increas-

ingly ask for broadband capabilities to use 

data, images and video to help improve their 

performance and unlock entirely new capabil-

ities. These needs are most effectively met by 

merging Professional Mobile Radio (PMR) and 

ICT technologies to form the next  generation 

of critical collaboration ecosystems.

How can this transition be achieved? 

The car industry sets the example. As we 

move away from fossil fuels, numerous 

hybrid cars are being developed. Combining 

two technologies helps us move towards a 

fully electric future. 

The same applies to mission-critical 

communication – we need the security 

and reliability of TETRA, but also want new 

data capabilities. Hybrid devices bridge the 

technology chasm. 

Broadband for professionals

Mission-critical user organizations are starting 

to use broadband networks, usually along-

side their narrowband networks. To take full 

advantage of the possibilities, smart devices 

are also needed. The Airbus Tactilon Dabat 

is a professional device for hybrid communi-

cation that combines the security, encryption 

and speed of a TETRA network with the data 

capabilities of LTE 4G mobile networks. 

There is also a fast-growing population 

of professional applications being created 

for Tactilon Dabat, catalyzed by the Airbus 

SmarTWISP application ecosystem. Certified 

applications keep information safe and func-

tion exactly as defined, cutting some of the 

risks of buying apps from an app store. User 

organizations also have full control of adding 

their own specific apps to Tactilon Dabat. 

How are professionals using the new 

capabilities? A few examples give some 

valuable insight.  

Broadcasting from the wilds of Finland  

Finnish broadcaster YLE already uses Airbus 

TETRA radios for guidance, control and 

communication between the studio and 

roaming reporters. Yet, field journalists need-

ed an even more compact and lightweight 

setup when travelling far from the studio. 

Tactilon Dabat replaces a video camcorder 

and TETRA radio, as well as other devices. 

During training, YLE journalists filmed 

and broadcast online news from very 

remote locations. Tactilon Dabat includes 

an application to transmit high quality video 

from the field. Evaluating the test results, 

journalist Jari Tanskanen said: “We  noticed 

the very high quality of the video and 

Dabat’s camera has advantages for many 

users. The size of the device was also good 

-  it’s more stable than many other smart-

phones, making it a professional mobile tool 

for field reporters.”

Tactilon Dabat keeps safety on track 

Railway worker safety is clearly of vital 

importance, especially teams working on 

tracks. An app from developer Intelligence 

on Wheels addresses the issue by showing 

when a train is approaching the mainte-

nance site and alerts staff before it arrives. 

Thomas Strand, CEO & founder of the 

company says: “With this new hybrid device, 

we’re able to use another TETRA commu-

nication channel. Using TETRA means we 

deliver information about approaching trains 

quickly and reliably and users can be alerted 

by voice, lights and vibration. Combining LTE 

and TETRA makes it possible for field users 

to concentrate on the operation, not on using 

several devices. We think that Tactilon Dabat, 

together with our track workers’ protection 

app,  results in saved lives.”  

Innovations lead to global award

The capabilities of Tactilon Dabat were 

recently recognized when the device won 

the International Critical Communications 

Award (ICCA) 2018 as the best solution 

in the category ‘Best evolution to future 

broadband’. Bruno Milard, Head of 

Terminal Product Management at Airbus, 

explains the importance of the award: 

 “Tactilon Dabat is highly relevant today 

as TETRA networks continue to develop 

alongside LTE networks. Users need a 

single device that delivers the best of both 

networks. We’ve investigated many users 

and their needs for hybrid  communication 

devices. This ICCA 2018 award is 

 recognition from the best experts in critical 

communication that we are on the right 

path towards more effective communication 

solutions for professional users.”  ■ 

How do we move from today’s capable but narrowband TETRA 

networks to tomorrow’s world of broadband opportunities? 

The Airbus hybrid device Tactilon Dabat points the way

ADVERTORIAL

Above: Jari Tanskanen from 

YLE broadcasting company 

is using Tactilon Dabat.

Below: Railway safety app 

on Tactilon Dabat can save 

lives.

Tactilon Dabat®

Smart. Strong. Secure. 

It’s a game-changing  

hybrid device
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new hybrid world

Professionals need reliable communications 

to achieve their mission. They also increas-

ingly ask for broadband capabilities to use 

data, images and video to help improve their 

performance and unlock entirely new capabil-

ities. These needs are most effectively met by 

merging Professional Mobile Radio (PMR) and 

ICT technologies to form the next  generation 

of critical collaboration ecosystems.

How can this transition be achieved? 

The car industry sets the example. As we 

move away from fossil fuels, numerous 

hybrid cars are being developed. Combining 

two technologies helps us move towards a 

fully electric future. 

The same applies to mission-critical 

communication – we need the security 

and reliability of TETRA, but also want new 

data capabilities. Hybrid devices bridge the 

technology chasm. 

Broadband for professionals

Mission-critical user organizations are starting 

to use broadband networks, usually along-

side their narrowband networks. To take full 

advantage of the possibilities, smart devices 

are also needed. The Airbus Tactilon Dabat 

is a professional device for hybrid communi-

cation that combines the security, encryption 

and speed of a TETRA network with the data 

capabilities of LTE 4G mobile networks. 

There is also a fast-growing population 

of professional applications being created 

for Tactilon Dabat, catalyzed by the Airbus 

SmarTWISP application ecosystem. Certified 

applications keep information safe and func-

tion exactly as defined, cutting some of the 

risks of buying apps from an app store. User 

organizations also have full control of adding 

their own specific apps to Tactilon Dabat. 

How are professionals using the new 

capabilities? A few examples give some 

valuable insight.  

Broadcasting from the wilds of Finland  

Finnish broadcaster YLE already uses Airbus 

TETRA radios for guidance, control and 

communication between the studio and 

roaming reporters. Yet, field journalists need-

ed an even more compact and lightweight 

setup when travelling far from the studio. 

Tactilon Dabat replaces a video camcorder 

and TETRA radio, as well as other devices. 

During training, YLE journalists filmed 

and broadcast online news from very 

remote locations. Tactilon Dabat includes 

an application to transmit high quality video 

from the field. Evaluating the test results, 

journalist Jari Tanskanen said: “We  noticed 

the very high quality of the video and 

Dabat’s camera has advantages for many 

users. The size of the device was also good 

-  it’s more stable than many other smart-

phones, making it a professional mobile tool 

for field reporters.”

Tactilon Dabat keeps safety on track 

Railway worker safety is clearly of vital 

importance, especially teams working on 

tracks. An app from developer Intelligence 

on Wheels addresses the issue by showing 

when a train is approaching the mainte-

nance site and alerts staff before it arrives. 

Thomas Strand, CEO & founder of the 

company says: “With this new hybrid device, 

we’re able to use another TETRA commu-

nication channel. Using TETRA means we 

deliver information about approaching trains 

quickly and reliably and users can be alerted 

by voice, lights and vibration. Combining LTE 

and TETRA makes it possible for field users 

to concentrate on the operation, not on using 

several devices. We think that Tactilon Dabat, 

together with our track workers’ protection 

app,  results in saved lives.”  

Innovations lead to global award

The capabilities of Tactilon Dabat were 

recently recognized when the device won 

the International Critical Communications 

Award (ICCA) 2018 as the best solution 

in the category ‘Best evolution to future 

broadband’. Bruno Milard, Head of 

Terminal Product Management at Airbus, 

explains the importance of the award: 

 “Tactilon Dabat is highly relevant today 

as TETRA networks continue to develop 

alongside LTE networks. Users need a 

single device that delivers the best of both 

networks. We’ve investigated many users 

and their needs for hybrid  communication 

devices. This ICCA 2018 award is 

 recognition from the best experts in critical 

communication that we are on the right 

path towards more effective communication 

solutions for professional users.”  ■ 
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Sponsored by 

n what has become an annual event at IWCE – this 
year held in Orlando – a group of leading critical 
communications professionals gathered to discuss the 
progression of the market in North America.

Chaired by TCCA chief executive Tony Gray, and 
sponsored by PowerTrunk, the participants in this 2018 
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Rockwell Collins director John Monto and business 
development manager Richard Davis. Rockwell Collins 
has recently completed two more US airport conversions 
to TETRA – John F. Kennedy and Newark Liberty, 
adding to the completed projects at Los Angeles and 
San Francisco.
Dean Ginn, owner of Dean’s Commercial Two Way. 
Ginn implemented an 11-site TETRA system for Diverse 
Power, and now has 51 sites serving three co-ops in the 
state of Georgia – Diverse Power, Cobb EMC and Flint 
Energy – with another entity due to join shortly.
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think you’re ever going to get rid of that.
[Dedicated voice networks] will 
be here for a very, very long time

The long road ahead
This year’s roundtable at IWCE focused on how the US LMR market will adapt once 
FirstNet and mission-critical LTE mature and are adopted by many organisations
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With many high-profile projects under its belt and the bulk of the regulatory obstacles 

behind it, TETRA has had a great year in North America. Its progress and the few 

remaining obstacles were the focus of this year’s roundtable at IWCE 

TETRA in North America: 

No longer a stranger

For the third consecutive year, TETRA Today gathered 

together a group of industry figures to discuss TETRA’s 

progress in the North American market, the unique 

challenges it faces and the implications of FirstNet for the 

TETRA community. The opinions of the participants  

are their own and should not be considered as forward- 

facing statements. 

The round table was chaired by Phil Kidner, CEO of the 

TCCA. The participants were: 

 n Peter Clemons, Quixoticity

 n Richard Davis, business management director, Rockwell 

Collins ARINC

 nCarlos Fernandez, VP business development, PowerTrunk 

 nNeil Horden, chief consultant at Federal Engineering 

 n Peter Hudson, head of technology and innovation, at Sepura

 nMike Kierod, vice president, Parsons

 n Jose Martin, CEO of PowerTrunk

 n John Monto, director at Rockwell Collins ARINC  

 nKen Rehbehn, principal analyst, Mobile RAN at  

451 Research 

 nMladen Vratonjić, Chair of the TCCA

Kidner opened the debate by asking Martin if TETRA in 

North America is past the tipping point and for an update on 

what’s been happening in the market in the past year. Martin 

noted that prior to last year’s roundtable, New York City 

Metropolitan Transit Authority (MTA), the largest transit 

agency in the US, awarded a $200 million contract to Parsons 

Transportation Group for a new radio network for the MTA’s 

buses, including a 700/800 MHz TETRA network that will  

be supplied by Parsons with PowerTrunk acting as  

a subcontractor.
“The project is moving forward and much has happened 

in the regulatory environment which has been very important 

to us and will have a great impact going forward,” Martin 

said. “…We now have greater clarity about the rules covering 

interoperability. This project is special [and unique] because the 

customer holds spectrum in 700 MHz which is allocated to 

public safety use and is subject to different rules. 

“There is an obligation for all terminals to be capable of 

operating on nationwide P25 channels and the FCC rules 

were unclear and probably not enforced because there was no 

definition of the specific feature set required.

He said that then Motorola Solutions filed petitions “to 

clarify [that] the radios must be capable of operating on such 

nationwide interoperability channels and the FCC issued new 

rules to make clear that no equipment authorisation could  

be conducted in the absence of evidence that the equipment  

is interoperable.” 

L-R: The TCCA’s 

Phil Kidner and  

Mladen Vratonjic; 

Peter Clemons, 

Quixoticity; Mike 

Kierod, Parsons; 

and PowerTrunk’s 

Jose Martin 

044_050_Powertrunk Roundtable.indd   44

08/05/2017   10:00

TETRA in North America 

45

Issue 38 2017  TE TRA TODAY

Sponsored by

“The P25 advisory panel and the Telecommunications 

Industry Association (TIA) then issued recommendations 

to specify what P25 functions were required for nationwide 

interoperability. At a later stage, likely under pressure 

from the end users, both the TIA and the P25 Advisory 

Panel considerably relaxed their requirements. Previously 

there were 10 requirements, some to do with private 

calls and data functions, but after going through all their 

requirements and going through the specifications of the 

existing systems across the country they came up with new 

recommendations which in summary are that only group 

calls are required.

“As a result, the regulatory environment is now clear 

and this is a significant advance for us and the TETRA 

community in the future, should we wish to operate in 

public safety frequencies. 

 “The project is moving forward, we are not far from 

factory acceptance, we have left behind all uncertainties 

related to the regulatory environment.

“[There are some] other fronts where we’ve made progress 

like the oil and gas sector recently with intrinsically safe 

radios. But I would say the tipping point was to overcome  

the regulatory challenge in New York and that has  

been accomplished.” 

Parsons’ Kierod gave some insight into the scope of the 

project. “This is a very significant roll-out…  It’s pretty 

much covering the five boroughs of New York, specific to 

TETRA and some of the challenges we had [are] technical 

and regulatory and [also] trying to keep the customer in 

sync… One of the bigger things we’ve learned as things have 

evolved is just try to be in lock-step.

“…There’s a fair amount of subcontractor management 

and cooperation that’s required on the team side to keep this 

progressing… We’re still on schedule with the design piece, 

we’re just rolling into system verification and manufacturing 

[the] hardware…” In response to a question from Kidner, 

he added that “you’re going to see equipment being rolled 

out this summer.” 

Kidner then asked Monto for an update on Rockwell 

Collins’ work to deploy TETRA systems in US Airports.

Monto said that the LAX system, which was discussed at 

last year’s roundtable “has now been operating [for] three years 

quite successfully” and that the system at San Francisco Airport 

is now on the air. “We are finalising JFK, which we hoped 

would be on the air by now but bureaucracy prevailed… But 

that’s all been cleared up…. 

He added that the LA system is a two-site system with close 

to 700 users and as far as JFK is concerned, “...We’ll know 

as soon as we get that launched and converted, but we’re 

expecting that to be in the same size, if not larger than LAX.”

In response to a question from Horden, Davis said that 

SFO is a two-site site system, as will JFK. He explained 

that currently it’s just voice that is provided, but “we are 

now putting together our business plan to launch the data 

applications and our strategy behind that was to give the 

customer something that would work the way that they were 

used to operating….”

Kidner noted that “When you buy a TETRA voice 

network, you get a data network for free” and that “clearly 

there’s lots of scope in an airport environment to use  

data applications.”

Rehbehn asked Monto and Davis if their clients, given 

FirstNet’s plans, are thinking of “blending a TETRA-based 

voice solution with Band 14 LTE” and whether they have any 

broadband-based requirements, while Horden asked them if 

there are any public safety operations on the TETRA networks 

at JFK or LAX. Monto said that to Horden that there aren’t 

and responded to Rehbehn by saying that “the end users are 

primarily airlines and they’re very operationally focused in their 

use, so… blending [TETRA with] LTE, isn’t on their radar. As 

we deploy our applications and get into the data advantages of 

the system that’s our challenge to bridge that…”

Kidner highlighted the fact the biggest airports in the world 

are all using “TETRA almost to its maximum functionality 

with voice and data…” before asking what else is happening 

other industries.
“This year we’ve [expanded] the Georgia TETRA networks, 

two more co-ops have been added to the initiative from one 

[electrical] cooperative [Diverse Power] to build a state-wide 

network,” said Fernandez. “We have plans for this year to 

provide more than 50 per cent of the State of Georgia with 

TETRA coverage and we are planning to add another co-op 

this year. It’s becoming a multi-agency network where everyone 

is connected for disaster management… The network has 

public safety users on it… they’re working fine, they’re satisfied 

with the performance of the network…”

Kidner noted that the same thing is happening in Louisiana 

and that the TETRA networks in both states “are already 

talking to each other and Fernandez said that the two networks 

The project is moving forward and 

much has happened in the regulatory 

environment which has been very 

important to us and will have a great 

impact going forward’
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DISPLAY ADVERTISING

PRINT Width (mm) Height (mm) Price

Full page

Trim 210 297

£3,500Type area 170 257

Bleed 216 303

Half page 
(landscape)

Type area 180 130
£2,000

Bleed 186 136

Half page 
(portrait)

Type area 86 247
£2,000

Bleed 92 253

Quarter page Type area only 86 125 £1,600

Special positions: Premium charged for cover positions

Front cover advert:  Front cover advert, inserts, special front covers and spread-markers P.O.A

Cancellation terms: eight weeks prior to publication, in writing

DISPLAY ADVERTISING – COPY DEADLINES

MONTH By 5pm MONTH By 5pm MONTH By 5pm MONTH By 5pm
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DISPLAY ADVERTISING – PUBLICATION DATE
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All digital photographs must be supplied at 300dpi resolution, at the same size or larger than the final output size. Images taken from 
the web are of an inferior quality and should be avoided. Adverts created in Photoshop and Illustrator are also acceptable. 

We will need to re-work any adverts created in Microsoft Publisher, Word, Word Art or similar programs.

We accept files via email (supplied below 15MB), Wetransfer, CD or FTP. 
(Connection details of the FTP site can be provided on request).
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Our mission:
We are dedicated to providing our readers with the knowledge they need when 

determining their critical communications strategies and procuring new technology, 
through delivering up-to-the-minute and accurate information on industry trends, 

development and deployments, as well as the latest products and services. 
Our journalists are committed to drawing out the little details from your peers that 

will allow you to draw on the industry’s collective experience of deploying and 
implementing new projects and systems.

The global information resource for mission-critical communications

Hawley Mill, Hawley Road, Sutton at Hone, Dartford, DA2 7TJ, United Kingdom

Contact us:

A The global information resource for mission-critical communications
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